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Chapter 1. Plan Overview  

This plan was developed as part of the state-wide Influenza Pandemic Continuity of Operations Plan (COOP) development effort.  While it was developed specifically for an Influenza Pandemic crisis, it may be applicable in other emergency situations.  

The documentation contained herein describes the Agency priority functions and services, documents many of the resources needed to perform these services and identifies an Incident Management Team capable of addressing disruptions to normal Agency operation.

1.1.  Agency Influenza Pandemic COOP Mission Statement

It is the Influenza Pandemic COOP mission of the Office of Policy and Management (OPM) to provide State agencies, municipalities and its grantees the resources they need to protect the life, health and safety of Connecticut’s citizens.
1.2. Plan Organization 

This plan contains the following chapters:

	Chapter #
	Title
	Description

	1
	Plan Overview
	Plan Objective and Scope, Agency COOP Mission Statement,  Function / Service / Process Continuity Priorities  

	2
	Incident Management Team
	Team Assignments, COOP roles and responsibilities, organization chart

	3
	COOP Communication Plan
	Communication paths, Reports, Schedules, etc. as requested by the EOC; instructions:  add any internal communi-cations needed to support this plan.

	4
	Connecticut Influenza Pandemic Standards
	Pandemic Levels, Standard Triggers and State Response Plan by Level; Emergency Authorities, Policies and Procedures

	5+
	Functions / Services
	FOR EACH OPERATIONS SECTION AND ADMINISTRATION SECTION TEAM (Division/Section), FUNCTIONS / SERVICES AND PROCESSES:

· By Rank within Priority; 

· Resource Requirements; 

· Strategy(ies) Selected;

· Strategy Implementation Plan;

· Execution Plan / Triggers;

	
	Instructions:
	Repeats of the above for each Operations or Administration Section Team at this Agency Location 

	A
	Combined Staff Contact List
	Complete list of all Agency staff at this location with contact information and summary of individual skills

	B
	Agency Business Partner Contact List
	Contact information for all other internal Agency locations, other Agencies, Vendors, Suppliers, Service Providers that support Functions / Services at this location

	C
	Agency Risk Self-Assessment
	From Session #1, the Incident Commander completed and Agency Head approved Agency Risk Self- Assessment Form

	D
	Glossary of Terms
	Terms used within this document             (Instructions:  A standard Glossary template has been provided; add any unique terms relevant to this plan.)

	E
	Other Appendices
	As needed to support this plan             (Instructions:  The Planning Section Chief should issue Appendix numbers (E-Z).)


1.3. Agency COOP Planning Assumptions

This document only details uninterruptible and critical business functions of the Office of Policy and Management (OPM).   In our planning process, OPM made the following planning assumptions.
· The Governor would suspend interruptible and non critical functions
· There may be a reduction in staffing levels

· The Agency can assign staff wherever needed

· There may be a need for staff to work from an alternate work location

· Internet and phone services would be available

· Department of Information Technology (DOIT) services would be available 

· Core-CT services would be available 
· Electronic signatures would be accepted
· There may be a problem getting supplies from vendors

Agency Function , Service and Process Continuity Priorities

Below are the continuity priorities assigned to the ongoing functions and services provided to the Public by this Agency.  Recovery Time Objective (RTO) is the term used to describe the allowable period of time a function may be suspended without serious consequence.  Strategies have been selected and preparations made to enable the Agency to meet these functional RTO’s subject to the planning assumptions made.
This document only details 1.4.1 – Uninterruptible Functions and 1.4.2 – Critical Functions.  OPM has assumed that the Governor will suspend all other functions.
1.3.1. Uninterruptible Functions (RTO < 1 Day)

· Provide Backup Location for the EOC
1.3.2. Critical Functions (RTO ≥ 2 - 5 Days)

· Process Payroll
· Process Emergency Payments

· Process Emergency Purchases

· Provide Information Technology Support

· Process Allotments

· Process Personnel Requests
· Process Receivable Requests for Grant Awards
· Process Payments to Criminal Justice Grantees

· Oversee Core-CT Functionality

· Oversee State Agency Business Functions

· Process Renters Payments

· Provide Labor Relations Advice and Instructions
· Conduct Grievance Conferences and Arbitrations

· Conduct Contract Negotiations

1.3.3. Ongoing Functions (RTO ≥ 1 – 2 Weeks)

1.3.4. Periodic Functions (RTO = 2 – 4 Weeks)

1.3.5. Occasional Functions (RTO> 1 month)

Chapter 2. COOP Incident Management Team

The Incident Management Team (IMT) oversees the Agency preparation for and action plan to effectively sustain critical services to the Public throughout an Influenza Pandemic.  It consists of the Incident Commander, appropriate Command Support Staff personnel and General Staff, including the Section Chiefs assigned to the incident.  In the context of an Influenza Pandemic, the IMT focuses on preparing for possible incidents and, should they occur, resolving the incident, resuming or sustaining business functions in an orderly manner, and addressing critical functions on a priority basis.  Below are the appointed members of the COOP Incident Management Team.  

Refer to Appendix A, “Combined Staff Contact List” for current contact information.

	IMT Position
	Name

	Agency Head
	Robert L. Genuario

	Successor #1
	Michael Cicchetti

	Successor #2
	Jeffrey Beckham

	Incident Commander
	Michael Cicchetti

	Deputy
	David LeVasseur

	Deputy
	John Mengacci

	Planning Section Chief
	MaryAnn Palmarozza

	Deputy
	Claire Nolin

	Operations Section Chief
	John Bacewicz

	Deputy
	Barry Sullivan

	Logistics Section Chief
	Phil Smith

	Deputy
	William Ferris

	Administration Section Chief
	Gale Mattison

	Deputy
	Michael Riggott

	Finance Officer
	Joy Gutis

	Deputy
	Cheryl Rannou

	Human Resources Officer
	Laila Maidelis

	Deputy
	Linda Wakefield

	Legal Counsel
	Gareth Bye

	Deputy
	Tom Cox

	Public Information Officer
	Jeffrey Beckham

	Deputy
	Brian Austin, Jr.

	EOC Liaison Officer
	Brian Austin, Jr.

	Deputy
	John Forbes


2.1. NIMS Organization Chart 

Below is a depiction of the Incident Command Organization.
[image: image2]
2.2. Agency-wide Operations Section Appointments 

Below is a listing of all Operations Section appointments made by the Agency.

	Location Name
	Primary Operations Section Chief
	Deputy Operations Section Chief

	Rentschler Field
	Mike Mehigen
	Kim Hart

	OLR
	Linda Yelmini
	Fae Brown-Brewton


2.3. Section Teams at this Location
2.3.1. Operations Section Teams
	Division/Section

(Team Name)
	Section Team Lead
	Team Lead Deputy

	Adriaen’s Landing
	Michael Mehigen
	Kim Hart



	Budget


	John Bacewicz
	Barry Sullivan

	Criminal Justice

	Brian Austin
	John Forbes

	Finance

	Gale Mattison
	Michael Riggott

	Intergovernmental Policy


	David LeVasseur
	Richard VanAusdall

	Labor Relations


	Linda Yelmini
	Fae Brown-Brewton


2.3.2. Administration Section Team 
	Division/Section

(Team Name)
	Section Team Lead
	Team Lead Deputy

	Human Resources/Payroll


	Laila Maidelis
	Donna Adams

	Business Office/Accounts Payable


	Joy Gutis
	Lynda Williams



	Business Office/Purchasing


	Joy Gutis
	Cheryl Rannou



	Information Technology

	Bill Ferris
	Olivia Knighton

	Application Support


	Jamie Gamble
	Todd Sawamura


2.4. COOP Command Center

	Command Center
	Location
	Phone
	Fax
	Email

	OPM
	450 Capitol Ave. Hartford, CT

	(860) 418-6500
	(860) 418-6487
	OPM.ECC@ct.gov 

	Rentschler Field
	615 Silver Lane

East Hartford
	(860) 610-4875
(860) 670-3235 (cell)

(860) 251-8184 x. 103


	(860) 251-8142
	jfreeman@rentschlerfield.com 


2.5. Roles and Responsibilities

2.5.1. GENERAL STAFF

2.5.1.1. Incident Commander (IC)

The individual who is responsible for all incident action plans and activities to sustain critical functions and services.  These include the development of strategies and tactics before and execution of action plans in the event of an incident, as well as the ordering and the release of resources.  The IC has overall authority and responsibility for conducting incident operations and is responsible for the management of all incident operations at the incident site.  In the context of the Continuity of Operations Plans, the Incident Commander reports to the Agency Head or equivalent agency executive position.  

2.5.1.2. Deputy

A fully qualified individual who, in the absence of a superior, can be delegated the authority to manage a functional operation or perform a specific task.  In some cases, a deputy can act as relief for a superior and, therefore, must be fully qualified in the position.  Deputies can be assigned to the Incident Commander, Command Support Staff and the Section Chief positions.

2.5.1.3. Administration Section Chief

The Member of the Incident Command General Staff and leader of the Administration Section, which in the context of the Continuity of Operations Program, is responsible for internal processes within the Agency, including financial and human resource functions, which are necessary to enable the critical functions being addressed by the Operations Section.  The Administration Section sustains or recovers processes to maintain the fiscal integrity of the Agency and ensure that essential human resource processes are sustained.  The Administration Section Chief works closely with the Operations and Logistics Sections to identify requirements and assess available options.
2.5.1.4. Administration Section Team Leads

Qualified member of the Incident Command General Staff who reports to the Administration Section Chief; individual responsible for the coordination of the initial action plan execution and recovery efforts for one of the Administration Section Teams.  Section Team Leaders are responsible for pre-disaster preparedness, disaster response coordination and post-disaster corrective action based on lessons learned for the functions that are part of the normal operational responsibilities of the work group.  In NIMS these Team Leaders often head Branches or Divisions.  Section Chiefs will determine the organization appropriate under respective Sections.

2.5.1.5. Logistics Section Chief

The member of the Incident Command General Staff and leader of the Logistics Section, which in the context of the Continuity of Operations Program, is responsible for the resources and processes needed to sustain or recreate the work environment for Operations and Administration Section functions, including facility, technology, equipment and supplies.  The Logisitics Section Chief addresses plant, tool, technology and information security (including HIPAA) requirements for the Incident Command, working closely with the Operations and Administration Sections to identify requirements and assess available options
2.5.1.6. Logistics Section Team Leads

Qualified member of the Incident Command General Staff who reports to the Logistics Section Chief.  Responsible for the coordination of the initial action plan and recovery efforts of one of the Logistics Section Teams.   Section Team Leaders are responsible for pre-disaster preparedness, disaster action plan coordination and post-disaster corrective action based on lessons learned for the functions that are part of the normal operational responsibilities of the work group.  In NIMS these Team Leaders often head Branches or Divisions.  Section Chiefs will determine the organization appropriate under respective Sections

2.5.1.7. Operations Section Chief

The member of the Incident Command General Staff and leader of the Operations Section, who is responsible for the sustenance or recovery of the functions within the agency that serve the citizens of the state.  The Operations Section Chief directly manages all incident tactical activities and implements the Incident Action Plan (IAP). The Operations Section Chief may have one or more Deputies, who are qualified to assume these responsibilities.  This is recommended where multiple shifts are needed, as well as for succession planning
2.5.1.8. Operation Section Team Leads

Qualified member of the Incident Command General Staff, reporting to the Operations Section Chief.  Individual responsible for the coordination of the initial action plan and recovery efforts of one of the Operations Section Teams.  Section Team Leaders are responsible for pre-disaster preparedness, disaster action plan coordination and post-disaster corrective action based on lessons learned for the functions that are part of the normal operational responsibilities of the work group.  In NIMS these Team Leaders often head Branches or Divisions.  Section Chiefs will determine the organization appropriate under respective Sections.

2.5.1.9. Planning Section Chief

The member of the Incident Command General Staff and leader of the Planning Section, who is responsible for the development of the COOP document, working closely with the Incident Commander, General Staff (other Section Chiefs) and Command Support Staff to ensure critical functions and their resource requirements are identified, that preparatory actions are taken and that communications information needed to execute the COOP has been captured.  In the continuity plan action period, the Planning Section Chief is to serve as a coach to Incident Command and to ensure that regular crisis action plan review sessions are held, that outstanding issues are identified, that appropriate alternatives are considered and that action assignments are clearly distributed.   Planning Section Chief may have one or more Deputies, who are qualified to assume these responsibilities.  This is recommended where multiple shifts are needed, as well as for succession planning.
2.5.2. Command Support Staff

In an incident management organization, the Command Support Staff consists of special staff positions of Public Information Officer, Safety Officer, Human Resources Officer, Finance Officer, Legal Counsel and EOC Liaison Officer and other positions as required, who report directly to the Incident Commander.  They may have an assistant or assistants, as needed.

2.5.2.1. EOC Liaison Officer (ELO)

The member of the Incident Command Support Team who provides a liaison between the Agency and the State’s Department of Emergency Management and Homeland Security (DEMHS) Department, especially when DEMHS has elected to activate its Emergency Operations Center (EOC).  A close working relationship between the Agency and the EOC is required for timely communication and action appropriate to directives received.  The EOC Liaison Officer will represent the Agency at the EOC and establish ongoing communications and scheduled status reviews with the Agency Incident Command.

2.5.2.2. Finance Officer (FO)

The member of the Incident Command Support Team who provides financial planning and management support to the Incident Commander.  Examples of support would include arrangements for emergency funding, financial analysis, financial record keeping, petty cash management and financial reporting.  The FO will have a COOP relationship with DAS and OPM.

2.5.2.3. Human Resources Officer (HRO)

The member of the Incident Command Support Team who is to provide human resources advice and counsel to the Incident Commander.  Examples of support would include development of plans to assist employees affected by the incident and guidance on union or bargaining unit issues raised by the incident or requirements to respond to the incident.  The HRO will have a COOP relationship with DAS and OLR and may assume some of the Safety Officer responsibilities.

2.5.2.4. Legal Counsel (LC)

The member of the Incident Command Support Team who provides legal counsel to the Incident Commander.  Examples of support would include advice relative to Agency jurisdiction and contractual obligations.  The LC may also be asked to review any public statements that are to be issued by the Public Information Officer (PIO) or provide opinion and guidance on employee relations based issues or issues that relate to the Agency mission and the public.  The LC will have a COOP relationship with the Attorney General’s Office, the Office of the Governor and the Judicial Branch.

2.5.2.5. Public Information Officer (PIO)

The member of the Incident Command Support Team who is responsible for drafting and issuing all public announcements, making all press releases and giving all interviews with the communications media relative to the incident and the Agency’s action plan to address the situation.  The PIO establishes communications with PIOs in other State Agencies and the Governor’s Media Office to convey situation status, progress toward resolving the incident and any actions needed in support of or to address the situation.  The PIO works directly with the Incident Commander (IC) and Agency Head on all sensitive communications and may seek advice and counsel from other members of the Command Support Staff on legal or personnel matters and from the Section Chiefs on background relating to the situation and the actions the Agency are taking.

2.6. Command Support Staff Guidance
See Appendix E for Job Aids
Chapter 3. Communications Plan 

Instructions:  The Influenza Pandemic COOP Core Team and the EOC will issue an Influenza Pandemic Communication Protocol, along with the State-wide Influenza Pandemic Crisis Response Plan.  This Communication Protocol will be published on the Influenza Pandemic Crisis Response website and be available to authorized personnel.  Within this Communication Protocol, the following communication will be documented:

1. Agency <-> COOP Command Center

2. Agency <-> EOC

3. COOP Command Center <->EOC

4. Agency <-> Agency

5. Medical Crisis Response<->EOC

6. Environmental Crisis Response <->EOC

Agency IMT organizations are to become familiar with this Communication Protocol and abide by its guidelines.

3.1. Agency to COOP Command Center (C3) Communication

Instructions:  This section is reserved for placement of a document that will be issued by the COOP Command Center to outline communications required of each Agency during an Influenza Pandemic Alert or Action Plan period.

3.2. Agency COOP Internal Communication Plan
OPM will use all of the following methods to communicate with all staff:  

	Voice Mail Updates
	Communicate with staff via OPM Staff Information line [(860) 418-6300] and all OPM voice mail boxes 

	Email Messages
	Communicate with staff via office e-mail account


	Web Updates
	Communicate with staff via the OPM Intranet 



	Phone Trees
	Communicate with staff via Division phone trees



	Radio Announcements
	Communicate with staff via radio announcements

 


OPM will use the following procedure to track the daily attendance of staff:

As part of OPM's COOP efforts, OPM has developed a system to report staff absentee levels to the State Emergency Operations Center (SEOC).  In the event of a Pandemic Flu, absentee levels will need to be tracked and reported on a daily basis.  Division Heads will be notified when to commence daily reporting and when such reporting will be suspended.  

A spreadsheet has been created that contains a list of staff by division.  The form has been set up to track attendance on a monthly basis.  Divisions need to indicate the month and year of the report and place an "X" next to each employee who has not reported to work that day.  In addition, the Divisions need to indicate the total number of staff absent that day.  This form should be e-mailed to Donna Adams no later than 10:00 AM with a copy to Laila Maidelis and Linda Wakefield.  

See Appendix F for Attendance Tracking System Spreadsheet.

3.3. Agency COOP Public Communication Plan
OPM will follow its existing procedure to respond to questions from the media as follows:
Jeffrey Beckham is OPM’s spokesperson and will coordinate all press relations.  When questions are received from the media, the staff member should:

· Get the name, organization and telephone number of the caller as well as the specific question(s). 

· Inform the caller that someone will return the call as soon as possible. 

· Immediately notify Jeffrey Beckham of the call and provide him with the above information. 

Jeffrey Beckham will then determine who should respond to the request and to return the call.  The responding staff member should then provide a written memorandum to the Secretary, Deputy Secretary and OPM spokesperson, with the Division Head on copy, summarizing the content of the conversation.
Requests to inspect public records or to receive a copy of such records are subject to the Freedom of Information (FOI) Act and shall be immediately referred to OPM’s FOI liaison Jeff Beckham or in his absence OPM’s FOI liaison backups Jean Henry or Cristina Hungerford.  
Chapter 4. Connecticut Influenza Pandemic Standards

Instructions:  The Influenza Pandemic COOP Core Team and the EOC will issue this section, after consultation with state authorities.  It is likely to include summary references to emergency authorities, policies and procedures that will be published in full text on the COOP Influenza Pandemic website.  The following sections are anticipated.

4.1. Influenza Pandemic Level Definitions

Below are the Influenza Pandemic Levels defined by the World Health Organization (WHO).

4.1.1. Interpandemic Period

Level One.  
No influenza sub-type present with risk to humans.

Level Two.   
No influenza in humans but an animal strain with potential risk to humans has been identified.

4.1.2. Pandemic Alert Period

Level Three.
Human infections from animals, no or very limited human-to-human transmission.

Level Four.
Very small clusters of human infection - virus is not able to transmit efficiently between humans.

Level Five.
Larger clusters but still localized - virus is becoming more efficient.

4.1.3. Pandemic Period

Level Six.
Increased and sustained transmission in the general population

4.2. Influenza Pandemic Triggers and Standard Action Plans

4.2.1. Pandemic Alert Period

4.2.2. Pandemic Period

4.3. Applicable Law and Process during an Influenza Pandemic

4.3.1. Emergency Authorities

4.3.2. Emergency Policies

4.3.3. Emergency Procedures

Chapter 5. Office of Policy and Management Continuity Plan

5.1. Functions, Services and Processes by Rank and RTO
	Agency Name:
	Office of Policy and Management

	Location
	Division/Section
	Service/Function
	Process
	Priority
	Ranking
	Normal Staffing
	Critical Mass Staffing

	 
	 
	 
	 
	 
	 
	 
	 

	450 Capitol Avenue
	Administration
	Human Resources
	Payroll
	2
	1
	2
	1

	450 Capitol Avenue
	Administration
	Business Office
	Accounts Payable
	2
	4
	4
	2

	450 Capitol Avenue
	Administration
	Business Office
	Purchasing
	2
	3
	4
	2

	450 Capitol Avenue
	Administration
	IT
	IT Support
	2
	2
	3
	1

	615 Silver Lane, East Hartford
	Office of the Secretary
	Adriaen’s
	Relocate EOC
	1
	1
	5
	1


	450 Capitol Avenue
	Budget and Financial Management
	 Budget
	Allotments
	 2
	 1
	33
	 3

	450 Capitol Avenue
	Budget and Financial Management
	 Budget
	Personnel Transactions
	2
	2
	33
	3

	450 Capitol Avenue
	Budget and Financial Management
	 Budget
	Receivable Requests 
	2
	3
	33
	3

	450 Capitol Avenue
	Criminal Justice Policy and Planning
	 Criminal Justice
	Grant Payments
	2
	1
	2
	1

	450 Capitol Avenue
	Office of Finance 
	 Finance
	Core-CT Functionality
	2
	1
	3
	1

	450 Capitol Avenue
	Office of Finance 
	 Finance
	Business Offices Functionality
	2
	2
	3
	1

	450 Capitol Avenue
	Intergovernmental Policy
	 IGP
	Renters Payments
	2
	1
	6
	3

	450 Capitol Avenue
	Office of Labor Relations
	 OLR
	Labor Relations Advice
	2
	1 
	13
	1

	450 Capitol Avenue
	Office of Labor Relations
	 OLR
	Grievances and Arbitrations
	2 
	2
	13
	2

	450 Capitol Avenue
	Office of Labor Relations
	OLR
	Contract Negotiation
	2
	3 
	      13
	1


5.2. Functional Skills Matrix
Instructions:  Insert the “Business Function Skills Matrix” that your Operations Section Chief and Section Team Lead created for this Section Team.  A template for this purpose was issued as part of the Session #2 COOP Development Assignment in the MS/Word document entitled, “Session Two Follow Up – Operations Section Chiefs Part 2, v6.doc”.
	Division / Section Name

(Section Team Name)


	

	FUNCTION / SERVICE
	PROCESS
	Skill One
	Skill Two
	Skill Three
	Shill Four
	Skill Five
	Skill Six
	Skill Seven
	Skill Eight
	Skill Nine
	Skill Ten

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	


5.3. Other Functional Dependencies
	Division / Section Name

(Section Team Name)


	

	RANK
	Service / Function
	Process
	Resource Description
	Resource Contact Info

	
	Human Resources

	Payroll
	
	

	
	Business Office

	Accounts Payable
	
	

	
	Business Office

	Purchasing
	
	

	
	IT

	IT Support
	
	

	
	Adriaen’s

	Relocate EOC
	
	

	
	Budget
	Allotments


	
	

	
	Budget
	Personnel Transactions

	
	

	
	Budget
	Receivable Requests 


	
	

	
	Criminal Justice

	Grant Payments
	
	

	
	Finance

	Core-CT Functionality
	
	

	
	Finance

	Business Offices Functionality
	
	


	
	IGP

	Renters Payments
	
	

	
	OLR
	Labor Relations Advice


	
	

	
	OLR

	Grievances and Arbitrations


	
	

	
	OLR

	Contract Negotiation
	
	


5.4. Continuity Planning Assumptions

	Assumption

#
	Planning Assumption Description

	1


	The Governor would suspend interruptible and non critical functions


	2


	There may be a reduction in staffing levels

	3


	The Agency can assign staff wherever needed

	4


	There may be a need for staff to work from an alternate work location

	5


	Internet and phone services would be available

	6


	Department of Information Technology (DOIT) services would be available

	7


	Core-CT services would be available

	8


	Electronic signatures would be accepted


	9
	There may be a problem getting supplies from vendors




5.5. Continuity Strategies

	Strategy 

ID
	Strategy Short Name
	Strategy Description

	A
	Payroll - Alternate Work Location
	Employees complete time sheets from alternate work locations

	B
	Payroll – Supervisors 
	Supervisors complete time sheets for their staff


	C
	Payroll – Division of Administration
	Payroll staff complete time sheets for all staff


	D
	Payroll – Exception Reporting

	Change time sheet system from positive to exception reporting

	E
	Emergency Payments

	Process payments for critical business functions

	F
	Emergency Purchases 

	Process purchases for critical business functions

	G
	IT – Critical Support
	Provide IT  support for critical business functions


	H
	IT – Self Help
	Provide IT support utilizing self-help and pooled super user resources


	I
	IT – Remote Support
	Provide IT support from  remote location


	J
	EOC Physical Relocation
	Relocate the Emergency Operations Center (EOC) to Rentschler Field



	K
	Allotment Requests


	Process allotment requests

	L
	Personnel Transactions
	Process critical personnel transactions received from Executive Branch agencies

	M
	Receivable Requests


	Process receivable requests for grant awards

	N
	Non PO Vouchers


	Eliminate the Purchase Order (PO) process and process non-PO vouchers to pay Criminal Justice grantees

	O
	Core-CT Leadership


	Ensure adequate leadership and decision making authority to keep Core-CT functional

	P
	Consolidate Business Offices
	Consolidate State agency Business Office functions



	Q
	IGP Alternate Work Location
	Process Renters payments from an alternate work location



	R
	OLR Alternate Work Location


	Provide labor relations advice and instructions from an alternate work location

	S
	Telephonic Conferences


	Conduct telephonic conferences to continue grievance conferences and arbitrations

	T
	Contract Negotiation
	Develop alternative contract negotiation procedures




5.6. Strategy Implementation

	Strategy ID:
	A
	Strategy Short Name:
	Payroll - Alternate Work Location

	Task #
	Implementation Steps 



	1
	Staff completes time sheet on line using Core-CT from alternate work location or completes a paper time sheet and submits information (e.g., phone, fax or e-mail) to supervisor or payroll staff to enter into Core-CT.  If a paper time sheet is used, the hard copy must eventually be sent to the payroll office.


	2
	Supervisor or payroll staff reviews and approves time sheet on line from office or alternate work location. 



	Strategy ID:
	B
	Strategy Short Name:
	Payroll – Supervisors 

	Task #
	Implementation Steps 



	1
	Supervisor completes time sheet for their employees on line using Core-CT from office or alternate work location or completes a paper time sheet and submits information (e.g., phone, fax or e-mail) to payroll staff to enter into Core-CT.  If a paper time sheet is used, the hard copy must eventually be sent to the payroll office.



	2
	Supervisor or payroll staff reviews and approves time sheet on line from office or alternate work location. 




	Strategy ID:
	C
	Strategy Short Name:
	Payroll – Division of Administration

	Task #
	Implementation Steps 



	1
	Payroll staff enters normal work schedule for all employees on line using Core-CT from office or alternate work location.



	2
	Payroll staff reviews and approves time sheet on line from office or alternate work location. 



	3
	Employees complete a paper time sheet which must eventually be sent to the payroll office for reconciliation.



	4
	As soon as possible if necessary, payroll office reconciles exceptions.




	Strategy ID:
	D
	Strategy Short Name:
	Payroll – Exception Reporting

	Task #
	Implementation Steps 



	1
	Payroll staff enters the normal work schedule for each employee into Core-CT from office or alternate work location.  This will activate exception vs. positive reporting in the Core-CT system, which will result in staff automatically being paid.


	2
	Employees complete a paper time sheet which must eventually be sent to the payroll office for reconciliation.



	3
	As soon as possible if necessary, payroll office reconciles exceptions.




	Strategy ID:
	E
	Strategy Short Name:
	Emergency Payments

	Task #
	Implementation Steps 



	1
	Notify divisions that the priority of Accounts Payable staff is to support uninterruptible and critical business functions and that the Purchase Order (PO) process will be suspended.  



	2
	Division sends a voucher with authorization to pay to the Business Office including the FEIN and address of the vendor and coding.



	3
	Business Office inputs voucher information.



	4
	Business Office approves the voucher.



	5
	If necessary, Business Office overrides budget.




	Strategy ID:
	F
	Strategy Short Name:
	Emergency Purchases 

	Task #
	Implementation Steps 



	1
	Notify divisions that the priority of Purchasing staff is to support uninterruptible and critical business functions.  


	2
	Division submits a written purchase request (e.g., e-mail, paper, fax) for any item necessary to operate during the emergency.



	3
	Business Office inputs purchase information and creates purchase order (or uses p-card, whenever possible). 


	4
	Business Office approves budget for purchase order.



	5
	If necessary, Business Office overrides budget.



	6
	Business Office places order with vendor.



	7
	OPM staff accepts delivery.




	Strategy ID:
	G
	Strategy Short Name:
	IT – Critical Support

	Task #
	Implementation Steps 



	1
	Notify agency employees that the priority of IT staff is to support uninterruptible and critical business functions.


	2
	Distribute self-help guidelines for printing and changing desktop computers. 



	3
	Identify super user availability and distribute names for simple desktop and software support.



	4
	Load all available backup tapes and suspend offsite storage drop off and pick up with Iron Mountain.



	Strategy ID:
	H
	Strategy Short Name:
	IT – Self Help

	Task #
	Implementation Steps 



	1
	Notify agency employees there are no IT support staff available. 



	2
	Refer employees to self-help guidelines for printing and changing desktop computers located in the Office Technology section of the OPM Intranet.  



	3
	Refer employees to Identified super user list for assistance with simple desktop and software support.



	4
	Contact other agencies in building complex to determine availability of pooling IT support resources.




	Strategy ID:
	I
	Strategy Short Name:
	IT – Remote Support

	Task #
	Implementation Steps 



	1
	Notify IT staff that they need to provide IT support from a remote work location.



	2
	Provide IT staff with computers and cellular phones.


	3
	Notify agency employees that IT support is only available from a remote work location and provide method of communication (e.g., e-mail addresses and telephone numbers).


	Strategy ID:
	J
	Strategy Short Name:
	EOC Physical Relocation 

	Task #
	Implementation Steps 



	1
	Prepare Rentschler Field for the possible relocation of the Emergency Operations Center (EOC) including but not limited to proper equipment, communication systems, stockpiling of supplies, mobilization of emergency personnel, etc.




	2
	Provide training/orientation on the operations, infrastructure and community relations relating to Rentschler Field to EOC leadership.



	3
	Provide assistance to EOC leadership and staff throughout the emergency.




	Strategy ID:
	K
	Strategy Short Name:
	Allotment Requests

	Task #
	Implementation Steps 



	1
	Budget Division or requesting agency creates allotment request.


	2
	Budget Analyst reviews allotment request to ensure adequate funding or that it complies with the agency spending plan and forwards recommendation to Section Chief.



	3
	Section Chief reviews allotment request, consults with Budget Analyst, if needed, and forwards recommendation to Executive Budget Officer.

 

	4
	Executive Budget Officer approves allotment request and forwards to the Governor’s Office for approval.



	5
	Governor’s Office approves allotment request and returns to OPM. 



	6
	OPM distributes approved allotment request to requesting agency, Office of the State Comptroller, Office of the Treasurer, Auditors of Public Accounts and if applicable Department of Public Works. 




	Strategy ID:
	L
	Strategy Short Name:
	Personnel Transactions

	Task #
	Implementation Steps 



	1
	Notify Executive Branch agencies that OPM will only process critical personnel transactions.



	2
	Requesting agency submits request into Core-CT.


	3
	Upon Department of Administrative Services (DAS) approval, request routed to Budget Analyst via Core-CT.  Budget Analyst reviews request and forwards recommendation to Section Chief via Core-CT.



	4
	Section Chief reviews request and forwards recommendation via Core-CT to Executive Budget Officer.



	5
	Executive Budget Officer reviews request and processes final disposition in Core-CT.



	6
	Requesting agency receives final disposition in Core-CT.



	Strategy ID:
	M
	Strategy Short Name:
	Receivable Requests

	Task #
	Implementation Steps 



	1
	Requesting agency submits receivable request (CP-1) for grant award.


	2
	Budget Division logs in receivable request for grant award, compares it against Notice of Intent (NOI) and forwards to Budget Analyst. 



	3
	Budget Analyst reviews receivable request for grant award and forwards recommendation to Section Chief.



	4
	Section Chief reviews receivable request for grant award, consults with Budget Analyst, if needed, and forwards recommendation to Executive Budget Officer.

 

	5
	Executive Budget Officer approves the receivable request for grant award and distributes a copy of the CP-1 to the requesting agency and the Office of the State Comptroller.




	Strategy ID:
	N
	Strategy Short Name:
	Non PO Vouchers

	Task #
	Implementation Steps 



	1
	Broadcast a message to grantees authorizing the receipt of electronic cash requests (i.e., voucher).



	2
	Review voucher and cross check against Grants data base.  Retain electronic copy.



	3
	Send the voucher with authorization to pay to the Business Office including the FEIN and address of the vendor and coding.




	Strategy ID:
	O
	Strategy Short Name:
	Core-CT Leadership

	Task #
	Implementation Steps 



	1
	Contact the OPM Executive Financial Officer for Core-CT functionality.  Contact the State Comptroller if the Executive Financial Officer is not available.


	2
	Contact the OPM Executive Financial Officer for Core-CT reports and commitment control.  Contact the Office of Finance Fiscal Administrative Manager 2 if the Executive Financial Officer is not available.  Contact the State Comptroller if the Office of Finance Fiscal Administrative Manager 2 is not available.


	Strategy ID:
	P
	Strategy Short Name:
	Consolidate Business Offices

	Task #
	Implementation Steps 



	1
	Governor issues an Executive Order to consolidate Business Offices.



	2
	Determine a work location(s).



	3
	Assess and re-assign available staff.



	4
	Redesign roles in Core-CT to provide multiple business unit access.



	5
	Design business process and communication channels.



	6
	Oversee consolidation.




	Strategy ID:
	Q
	Strategy Short Name:
	IGP Alternate Work Location

	Task #
	Implementation Steps 



	1
	Notify Data Prep Inc. that claims will be sent directly to their office.  Direct municipalities to send claims directly to Data Prep Inc.  Assign OPM staff to Data Prep office to manage the claim login and load process.   

	2
	Process claims from an alternate work location.



	3
	Prepare claims for payment via a Core-CT interface.



	4
	Transmit payment list to Core-CT to generate payments. 




	Strategy ID:
	R
	Strategy Short Name:
	OLR Alternate Work Location

	Task #
	Implementation Steps 



	1
	Determine a method to communicate with the Governor, agencies and unions (e.g., e-mail, phone, fax).



	2
	Provide Governor, agencies and unions with alternate methods to communicate with OLR. 




	Strategy ID:
	S
	Strategy Short Name:
	Telephonic Conferences

	Task #
	Implementation Steps 



	1
	Select a telephonic provider and develop procedure to conduct telephonic conference.



	Strategy ID:
	T
	Strategy Short Name:
	Contract Negotiation

	Task #
	Implementation Steps 



	1
	Reach an agreement between chief negotiators for both parties on how to proceed with contract negotiation.




5.7. Strategy Resource Requirements

	Strategy ID:
	A - B
	Strategy Short Name:
	Payroll – Alternate Work Location
Payroll – Supervisors

	Task #
	Resource Requirements 



	1
	Computer
Access to Core-CT
Security clearance to Core-CT module

Internet connection
Paper time sheet (if above not available)

Telephone
Fax machine 


	2
	Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection



	Strategy ID:
	C
	Strategy Short Name:
	Payroll – Division of Administration

	Task #
	Resource Requirements 



	1
	Normal work schedules for all staff 

Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection



	2
	Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection



	3
	Paper time sheet 



	4
	Paper time sheets

Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection




	Strategy ID:
	D
	Strategy Short Name:
	Payroll – Exception Reporting

	Task #
	Resource Requirements 



	1
	Normal work schedules for all staff
Computer
Access to Core-CT
Security clearance to Core-CT module

Internet connection


	2
	Paper time sheet 


	3
	Paper time sheets

Computer
Access to Core-CT

Security clearance to Core-CT module

Internet connection




	Strategy ID:
	E
	Strategy Short Name:
	Emergency Payments

	Task #
	Resource Requirements 



	1
	Communication method
List of uninterruptible and critical business functions


	2
	Voucher with FEIN and address of vendor and coding

Communication method 



	3
	Voucher

Computer
Access to Core-CT

Security clearance to Core-CT module

Internet connection




	4
	Computer
Access to Core-CT

Security clearance to Core-CT module

Internet connection





	5
	Computer
Access to Core-CT

Security clearance to Core-CT module

Internet connection






	Strategy ID:
	F
	Strategy Short Name:
	Emergency Purchases

	Task #
	Resource Requirements 



	1
	Communication method 

List of uninterruptible and critical business functions



	2
	Catalogs

Communication method to delineate purchase request 



	3
	Purchase request

Computer
Access to Core-CT

Security Clearance to Core-CT module

Internet connection

Telephone




	4
	Computer

Access to Core-CT

Security Clearance to Core-CT module

Internet connection





	5
	Computer
Access to Core-CT

Security Clearance to Core-CT module

Internet connection





	6
	Vendor able to fulfill request

Computer
Access to Core-CT

Security Clearance to Core-CT module

Internet connection





	7
	Person to accept delivery




	Strategy ID:
	G
	Strategy Short Name:
	IT -  Critical Support

	Task #
	Resource Requirements 



	1
	Communication method 

List of uninterruptible and critical business functions



	2
	Communication method 

Self-help guidelines 



	3
	Communication method 

List of super users



	Strategy ID:
	H
	Strategy Short Name:
	IT – Self Help

	Task #
	Resource Requirements 



	1
	Communication method 



	2
	Communication method 

Self-help guidelines 



	3
	Communication method 

List of super users




	4
	Communication method 

List of contacts for agencies in the building complex




	Strategy ID:
	I
	Strategy Short Name:
	IT – Remote Support

	Task #
	Resource Requirements 



	1
	Communication method
Contact information



	2
	Computer

Internet connection

Agency issued cellular telephones (2)



	3
	Communication method 

Contact information




	Strategy ID:
	J
	Strategy Short Name:
	EOC Physical Relocation

	Task #
	Resource Requirements 



	1
	Department of Emergency Management and Homeland Security
Military Department
Other public safety entities to be determined 


	2
	Job aids 

Northland/AEG Group 

EOC leadership and staff


	3
	Northland/AEG Group 

EOC leadership and staff 




	Strategy ID:
	K
	Strategy Short Name:
	Allotment Requests

	Task #
	Resource Requirements 



	1
	Requesting agency



	2
	Allotment Request

Computer

Access to Desktop
Access to Core-CT
Security clearance to Core-CT module

Internet connection


	3
	Allotment Request

Computer

Access to Desktop
Access to Core-CT
Security clearance to Core-CT module

Internet connection 



	4
	Allotment Request

 Computer

Access to Desktop
Access to Core-CT
Security clearance to Core-CT module

 Internet connection

 Communication method


	5
	Governor’s Office 

 Communication method 


	6
	Communication method
Office of the State Comptroller



	Strategy ID:
	L
	Strategy Short Name:
	Personnel Transactions

	Task #
	Resource Requirements 



	1
	Communication method




	2
	Requesting agency
Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection



	3
	Computer
Access to Desktop
Access to Core-CT

Security clearance to Core-CT module

Internet connection



	4
	Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection



	5
	Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection 


	6
	Requesting agency

Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection




	Strategy ID:
	M
	Strategy Short Name:
	Receivable Requests

	Task #
	Resource Requirements 



	1
	Requesting agency


	2
	Receivable Request

Computer

Access to Desktop

Internet connection



	3
	Receivable Request

Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection



	4
	Receivable Request

Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	5
	Receivable Request

Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection
 Communication method 

Office of the State Comptroller




	Strategy ID:
	N
	Strategy Short Name:
	Non PO Vouchers

	Task #
	Resource Requirements 



	1
	Communication method

Contact information including e-mail addresses for grantees



	2
	Cash request (voucher)

Computer

Access to Desktop
Internet connection



	3
	Communication method 




	Strategy ID:
	O
	Strategy Short Name:
	Core-CT Leadership

	Task #
	Resource Requirements 



	1
	State Comptroller
Computer

Access to Core-CT
Security clearance to Core-CT

Internet connection




	2
	State Comptroller 

Computer

Access to Core-CT

Security clearance to Core-CT

Internet connection




	Strategy ID:
	P
	Strategy Short Name:
	Consolidate Business Offices

	Task #
	Resource Requirements 



	1
	Governor
Secretary of OPM

Secretary of State


	2
	Available work locations 


	3
	Leadership of other State agencies


	4
	Core-CT team (DAS, DOIT,  OPM, OSC)
Computer

Access to Core-CT
Security clearance to Core-CT

Internet connection



	5
	Leadership of other State agencies



	6
	People to oversee consolidation



	Strategy ID:
	Q
	Strategy Short Name:
	IGP Alternate Work Location

	Task #
	Resource Requirements 



	1
	Contact information

Communication method 
Hard copy claims from municipalities
Data Prep Inc. staff
Laptop
Access to Desktop
Internet connection



	2
	Laptop
Access to Desktop
Internet connection



	3
	Laptop
Access to Desktop

Access to Core-CT
Security clearance to Core-CT module

Internet connection



	4
	Laptop
Access to Desktop

Access to Core-CT
Security clearance to Core-CT module
Internet connection




	Strategy ID:
	R
	Strategy Short Name:
	OLR Alternate Work Location

	Task #
	Resource Requirements 



	1
	Communication method 
Access to State website (ct.gov)



	2
	Communication method 

Contact information




	Strategy ID:
	S
	Strategy Short Name:
	Telephonic Conferences

	Task #
	Resource Requirements 



	1
	Communication method 

Contact information

Telephonic provider

Access to office files

Ability to transfer physical documents




	Strategy ID:
	T
	Strategy Short Name:
	Contract Negotiation

	Task #
	Resource Requirements 



	1
	Communication method 

Contact information

Access to office files

Ability to transfer physical documents




5.8. Strategy Implementation Dependencies

	Strategy ID:
	A – B
	Strategy Short Name:
	Payroll – Alternate Work Location
Payroll – Supervisors

	Task #.


	Dependencies Description
	Source(s)

	1
	Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection

Paper time sheet (if above not available)

Telephone

Fax machine 
	Agency or personal computer

DOIT

DOIT Security

Internet  Service Provider

Telephone Provider

Division of Administration/Human Resources
Fax machine



	2
	Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection
	Agency or personal computer

DOIT

DOIT Security

Internet Service Provider

Telephone Provider




	Strategy ID:
	C
	Strategy Short Name:
	Payroll – Division of Administration

	Task #.


	Dependencies Description
	Source(s)

	1
	Normal work schedules for all staff

Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Division of Administration/Human Resources
Agency or personal computer

DOIT

DOIT Security

Internet Service Provider

Telephone Provider



	2
	Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Agency or personal computer

DOIT

DOIT Security

Internet Service Provider

Telephone Provider



	3
	Paper time sheet 


	Division of Administration/Human Resources



	4
	Paper time sheets

Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Division of Administration/Human Resources
Agency or personal computer

DOIT

DOIT Security

Internet  Service Provider

Telephone Provider




	Strategy ID:
	D
	Strategy Short Name:
	Payroll – Exception Reporting

	Task #.


	Dependencies Description
	Source(s)

	1
	Normal work schedules for all staff
Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection
	Division of Administration/Human Resources
Agency or personal computer

DOIT 

DOIT Security

Internet  Service Provider

Telephone Provider




	2
	Paper time sheet 


	Division of Administration/Human Resources


	3
	Paper time sheets

Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Division of Administration/Human Resources
Agency or personal computer

DOIT 

DOIT Security

Internet Service Provider

Telephone Provider




	Strategy ID:
	E
	Strategy Short Name:
	Emergency Payments

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method

List of uninterruptible and critical business functions


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

OPM COOP



	2
	Voucher with FEIN and address of vendor and coding

Communication method 


	Division staff

Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine



	3
	Voucher

Computer

Access to Core-CT

Security clearance to Core-CT module
Internet connection



	Division staff

Agency or personal computer

DOIT 

DOIT Security

Internet Service Provider

Telephone Provider



	4
	Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection




	Agency or personal computer

DOIT 

DOIT Security

Internet  Service Provider

Telephone Provider




	5
	Computer
Access to Core-CT

Security clearance to Core-CT  module

Internet connection




	Agency or personal computer

DOIT 

DOIT Security

Internet Service Provider

Telephone Provider




	Strategy ID:
	F
	Strategy Short Name:
	Emergency Purchases

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method

List of uninterruptible and critical business functions
	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

OPM COOP



	2
	Catalogs

Communication method to delineate purchase request 


	Vendor

Division staff

Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine



	3
	Purchase request

Computer
Access to Core-CT

Security clearance to Core-CT module

Internet connection

Telephone

	Division staff

Agency or personal computer

DOIT 

DOIT Security

Internet Service Provider Telephone Provider


	4
	Computer
Access to Core-CT

Security clearance to Core-CT module

Internet connection



	Agency or personal computer

DOIT 

DOIT Security

Internet Service Provider

Telephone Provider




	5
	Computer
Access to Core-CT

Security clearance to Core-CT module

Internet connection




	Agency or personal computer

DOIT 

DOIT Security

Internet Service Provider

Telephone Provider



	6
	Vendor able to fulfill order

Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection




	Vendor

Agency or personal computer

DOIT 

DOIT Security

Internet  Service Provider

Telephone Provider



	7
	Person to accept delivery


	Any available OPM staff member at delivery location




	Strategy ID:
	G
	Strategy Short Name:
	IT - Critical Support

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method

List of uninterruptible and critical business functions


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

OPM COOP


	2
	Communication method 

Self-help guidelines 


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

Division of  Administration/IT 



	3
	Communication method 

List of super users


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

Division of Administration/IT 
Super Users




	Strategy ID:
	H
	Strategy Short Name:
	IT - Self Help

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method 


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine



	2
	Communication method 

Self-help guidelines 


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

Division of Administration/IT 



	3
	Communication method 

List of super users


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

Division of Administration/IT 

Super Users



	4
	Communication method 

List of contacts for agencies in the building complex


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

Division of Administration/IT




	Strategy ID:
	I
	Strategy Short Name:
	IT - Remote Support

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method 

Contact information


	Agency or personal computer

DOIT

Internet Service Provider
Telephone Provider

Mail service

Fax machine

Division of Administration/IT



	2
	Computer

Internet connection

Agency issued cellular telephones (2)


	Agency or personal computer Division of Administration/ Business Office

DOIT

State Office Supply Contract

Cellular Service Provider

Internet Service Provider
Telephone Provider




	3
	Communication method 

Contact information


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

Division of Administration/IT




	Strategy ID:
	J
	Strategy Short Name:
	EOC Physical  Relocation

	Task #.


	Dependencies Description
	Source(s)

	1
	Department of Emergency Management and Homeland Security

Military Department
Other public safety entities to be determined 


	Department of Emergency Management and Homeland Security

Military Department 

Other public safety entities to be determined 



	2
	Job aids 
Northland/AEG Group 

EOC leadership and staff

	Adriaen’s Landing
Northland/AEG Group 

EOC leadership and staff




	3
	Northland/AEG Group
EOC leadership and staff

	Adriaen’s Landing 
Northland/AEG Group 

EOC leadership and staff




	Strategy ID:
	K
	Strategy Short Name:
	Allotment Requests

	Task #.


	Dependencies Description
	Source(s)

	1
	Requesting agency


	Requesting agency



	2
	Allotment Request
Computer

Access to Desktop

Access to Core-CT
Security clearance to Core-CT module

Internet connection

	Requesting agency

Agency or personal computer

Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider




	3
	Allotment Request

Computer

Access to Desktop

Access to Core-CT
Security clearance to Core-CT module

Internet connection
 
	Requesting agency

Agency or personal computer

Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider



	4
	Allotment Request

Computer

Access to Desktop

Access to Core-CT
Security clearance to Core-CT module

Internet connection
Communication method 


	Requesting agency

Agency or personal computer

Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider

Mail service

Fax machine



	5
	Governor’s Office 

Communication method 


	Governor’s Office

Agency or personal computer

Access to Desktop
DOIT

Internet service provider

Telephone provider

Mail service

Fax machine



	6
	Communication method 

Office of the State Comptroller


	Agency or personal computer

Access to Desktop
DOIT

Internet service provider

Telephone provider

Mail service

Fax machine 
Office of the State Comptroller




	Strategy ID:
	L
	Strategy Short Name:
	Personnel Transactions

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method 


	Agency or personal computer
Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider
Mail service

Fax machine



	2
	Requesting agency
Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Requesting agency
Agency or personal computer
DOIT

DOIT Security

Internet service provider

Telephone provider



	3
	Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Agency or personal computer
Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider



	4
	Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Agency or personal computer
Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider




	5
	Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Agency or personal computer
Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider



	6
	Requesting agency

Computer

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Requesting agency

Agency or personal computer

DOIT

DOIT Security

Internet service provider

Telephone provider




	Strategy ID:
	M
	Strategy Short Name:
	Receivable Requests

	Task #.


	Dependencies Description
	Source(s)

	1
	Requesting agency


	Requesting agency

Agency or personal computer

DOIT

Internet service provider

Telephone Provider

Mail service

Fax machine



	2
	Receivable Request

Computer

Access to Desktop

Internet connection


	Agency or personal computer
Access to Desktop
Internet service provider

Telephone provider



	3
	Receivable Request

Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Agency or personal computer
Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider




	4
	Receivable Request

Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Agency or personal computer
Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider



	5
	Receivable Request

Computer

Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection

Communication method 

Office of the State Comptroller


	Agency or personal computer
Access to Desktop
DOIT

DOIT Security

Internet service provider

Telephone provider

Mail service

Fax machine

Office of the State Comptroller


	Strategy ID:
	N
	Strategy Short Name:
	Non PO Vouchers

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method 

Contact information including e-mail addresses for grantees


	Agency or personal computer

Access to Desktop or hard copy of contact list

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine



	2
	Cash request (voucher)

Computer

Access to Desktop 
Internet connection
	Grantee

Agency or personal computer

Access to Desktop 

DOIT

Internet Service Provider

Telephone Provider




	3
	Communication method 


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine




	Strategy ID:
	O
	Strategy Short Name:
	Core-CT Leadership

	Task #.


	Dependencies Description
	Source(s)

	1
	State Comptroller
Computer

Access to Core-CT

Security clearance to Core-CT
Internet connection
	State Comptroller

Agency or personal computer

DOIT

DOIT Security

Internet Service Provider

Telephone Provider

Core-CT Team (DAS, DOIT , OPM, OSC)



	2
	State Comptroller
Computer

Access to Core-CT

Security clearance to Core-CT 
Internet connection
	State Comptroller

Agency or personal computer

DOIT

DOIT Security

Internet Service Provider

Telephone Provider

Core-CT Team (DAS, DOIT , OPM, OSC)




	Strategy ID:
	P
	Strategy Short Name:
	Consolidate Business Offices

	Task #.


	Dependencies Description
	Source(s)

	1
	Governor

Secretary of OPM

Secretary of State


	Governor

Secretary of OPM

Secretary of State



	2
	Available work locations 

	State buildings

	3
	Leadership of other State agencies


	Various State agencies


	4
	Core-CT team (DAS, DOIT, OPM, OSC)

Computer

Access to Core-CT

Security clearance to Core-CT

Internet connection


	Core-CT Team (DAS, OPM, DOIT, OSC)

Agency or personal computer

DOIT

DOIT Security

Internet Service Provider

Telephone Provider



	5
	Leadership of other State agencies


	Office of Finance

Leadership of other State agencies



	6
	People to oversee consolidation

	Office of Finance

Other State agencies




	Strategy ID:
	Q
	Strategy Short Name:
	IGP Alternate Work Location

	Task #.


	Dependencies Description
	Source(s)

	1
	Contact information

Communication method
Hard copy claims from municipalities 
Data Prep Inc. staff

Laptop
Access to Desktop

Internet connection 


	Agency or personal computer

Access to Desktop

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine

Municipalities

Data Prep Inc. 
Agency Laptop 


	2
	Laptop
Access to Desktop

Internet connection

	Agency Laptop
Access to Desktop

DOIT

Internet Service Provider

Telephone Provider

Mail service
Fax machine 



	3
	Laptop
Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection
	Agency Laptop
Access to Desktop

DOIT

DOIT Security

Internet Service Provider

Telephone Provider



	4


	Laptop 
Access to Desktop

Access to Core-CT

Security clearance to Core-CT module

Internet connection


	Agency Laptop 
Access to Desktop

DOIT

DOIT Security

Internet Service Provider

Telephone Provider




	Strategy ID:
	R
	Strategy Short Name:
	OLR Alternate Work Location

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method 
Access to State website (ct.gov)


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine



	2
	Communication method

Contact information


	Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine




	Strategy ID:
	S
	Strategy Short Name:
	Telephonic Conferences

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method

Contact information

Telephonic provider

Access to office files

Ability to transfer physical documents


	OLR Files

Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine



	Strategy ID:
	T
	Strategy Short Name:
	Contract Negotiation

	Task #.


	Dependencies Description
	Source(s)

	1
	Communication method 

Contact information

Access to office files

Ability to transfer physical documents


	OLR Files

Agency or personal computer

DOIT

Internet Service Provider

Telephone Provider

Mail service

Fax machine



5.9. Function / Service / Process to Continuity Strategy Map

	Function / Service (Process)
	Priority
	Rank
	Strategy

ID
	Strategy Short Name

	Human Resources/Payroll


	2
	1
	A
	Payroll – Alternate Work Location

	Human Resources/Payroll


	
	
	B
	Payroll - Supervisors

	Human Resources/Payroll


	
	
	C
	Payroll – Division of Administration

	Human Resources/Payroll


	
	
	D
	Payroll –Exception Reporting

	Business Office/Accounts Payable


	2
	4
	E
	Emergency Payments

	Business Office/Purchasing


	2
	3
	F
	Emergency Purchases

	IT/IT Support


	2
	2
	G
	IT – Critical Support

	IT/IT Support


	
	
	H
	IT – Self Help

	IT/IT Support


	
	
	I
	IT – Remote Support

	Adriaen’s/Relocate EOC


	1
	1
	J
	EOC Physical Relocation

	Budget/Allotments
	2
	1
	K
	Allotment Requests


	Budget/Personnel Transactions
	2
	2
	L
	Personnel Transactions


	Budget/Receivable Requests
	2
	3
	M
	Receivable Requests 



	Criminal Justice/Grant Payments


	2
	1
	N
	Non PO Vouchers

	Finance/Core-CT Functionality


	2
	1
	O
	Core-CT Leadership

	Finance/Business Offices Functionality


	2
	2
	P
	Consolidate Business Offices

	IGP/Renters Payments


	2
	1
	Q
	IGP Alternate Work Location

	OLR/Labor Relations Advice
	2
	1
	R
	OLR Alternate Work Location

	OLR/Grievances and Arbitrations


	2
	2
	S
	Telephonic Conferences

	OLR/Contract Negotiation

	2
	3
	T
	Contract Negotiation


5.10. Strategy Execution Process

	Trigger #
	Trigger Description
	Strategy

ID
	Strategy Short Name
	Target Function / Service / Process  

(by Location, Div/Section, Rank)

	1. 
	Staff cannot report to their normal work location
	A

B

C

I

K

L

M

N
Q
R
	Payroll – Alternate Work Location

Payroll – Supervisors

Payroll – Division of Administration

IT – Remote Support

Allotment Requests

Personnel Transactions

Receivable Requests

Non PO Vouchers

IGP  Alternate Work Location

OLR  Alternate Work Location
	OPM/Human Resources/Payroll

OPM/Human Resources/Payroll

OPM/Human Resources/Payroll

OPM/IT/IT Support

OPM/Budget/Allotments
OPM/Budget/Personnel Transactions
OPM/Budget/Receivable Requests
OPM/Criminal Justice/Grant Payments

OPM/IGP/Renters Payments

OPM/OLR/Labor Relations Advice



	2. 
	Payroll staff reduced by 100%
	D
	Payroll - Exception Reporting
	OPM/Human Resources/Payroll

	3. 
	Accounts Payable staff reduced by 50%
	E
	Emergency Payments
	OPM/Business Office/Accounts Payable

	4. 
	Purchasing staff reduced by 50%
	F
	Emergency Purchases
	OPM/Business Office/Purchasing

	5. 
	IT staff reduced by 50%
	G
	IT – Critical Support
	OPM/IT/IT Support

	6. 
	IT staff reduced by 100%
	H
	IT – Self Help
	OPM/IT/IT Support

	7. 
	EOC not available 
	J
	EOC Physical Relocation 
	Rentschler/Adriaen’s/Relocate EOC

	8. 
	Direct order from Secretary
	O
	Core-CT Leadership
	OPM/Finance/Core-CT Functionality

	9. 
	Core-CT leadership/staff not stable


	O
	Core-CT Leadership
	OPM/Finance/Core-CT Functionality


	10. 
	State agency Business Offices not stable


	P
	Consolidate Business Offices
	OPM/Finance/Business Offices Functionality

	11. 
	One or more participants not available


	S
T

	Telephonic Conferences 

Contract Negotiation
	OPM/OLR/Grievances and Arbitrations

OPM/OLR/Contract Negation



Appendix A.  Combined Staff Contact list

All staff contact information will be consolidated into this Appendix for ease of maintenance.  All staff personal contact information is to be treated as confidential.  
Combined Staff Contact List

	Agency
	Office of Policy and Management 

	Location
	450 Capitol Avenue, Hartford, CT 06106


	Incident Management Team


	
	Name
	Location
	COOP Hotline Number
	COOP IMT Email Address
	COOP FAX Number

	Command  Center 


	Office of Policy and Management
	450 Capitol Ave., Hartford, CT
	
	
	

	COOP Position
	Name
	Office Phone
	Home Phone
	Mobile Phone
	Private Email

	IMT General Staff
	
	
	
	
	

	Incident Commander 
	Michael Cicchetti
	(860) 418-6501
	
	
	

	Deputy
	David LeVasseur
	(860) 418-6484
	
	
	

	Deputy
	John Mengacci
	(860) 418-6374
	
	
	

	Operations Section Chief 
	John Bacewicz
	(860) 418-6444
	
	
	

	Deputy
	Barry Sullivan
	(860) 418-6225
	
	
	

	Logistics Section Chief
	Phil Smith
	(860) 418-6298
	
	
	

	Deputy
	William Ferris
	(860) 418-6436
	
	
	

	Administrative Section Chief
	Gale Mattison
	(860) 418-6422
	
	
	

	Deputy
	Michael Riggott
	(860) 418-6264
	
	
	


	Planning Section Chief
	MaryAnn Palmarozza
	(860) 418-6360
	
	
	

	Deputy
	Claire Nolin
	(860) 418-6350
	
	
	


	IMT Position
	Name
	Office Phone
	Home Phone
	Mobile Phone
	Private Email

	IMT Command Support Staff
	
	
	
	
	

	EOC Liaison Officer
	Brian Austin, Jr.
	(860) 418-6394
	
	
	

	Deputy
	John Forbes
	(860) 418-6271
	
	
	

	Finance Officer
	Joy Gutis
	(860) 418-6285
	
	
	

	Deputy
	Cheryl Rannou
	(860) 418-6375
	
	
	

	Human Resources Officer 
	Laila Maidelis
	(860) 418-6324
	
	
	

	Deputy
	Linda Wakefield
	(860) 418-6435
	
	
	

	Legal Counsel
	Gareth Bye
	(860) 418-6433
	
	
	

	Deputy
	Tom Cox
	(860) 418-6467
	
	
	

	Public Information Officer
	Jeffrey Beckham
	(860) 418-6362
	
	
	

	Deputy
	Brian Austin, Jr.
	(860) 418-6394
	
	
	

	Safety Officer
	N/A
	
	
	
	

	Deputy
	N/A
	
	
	
	

	Security Officer
	N/A
	
	
	
	

	Deputy
	N/A
	
	
	
	

	COOP / EOC Contacts
	
	Primary
	Alternate
	Email
	Fax

	Agency EOC Desk
	
	
	
	
	

	EOC
	
	
	
	
	

	COOP Incident Command
	
	
	
	
	


	Operations Section Chiefs – All Locations


Below is a listing of all Operations Section appointments made by the Agency.

	Location Name
	Primary Operations Section Chief
	Contact Information   (email / phone)
	Deputy Operations Section Chief
	Contact Information   (email / phone)

	OPM 
	John Bacewicz
	(860) 418-6444
john.bacewicz@ct.gov
	Barry Sullivan
	(860) 418-6225
barry.sullivan@ct.gov

	Rentschler Field
	Mike Mehigen
	(860) 493-2923
michael.mehigen@ct.gov
	Kim Hart
	(860) 493-2925 
kim.hart@ct.gov


	OLR
	Linda Yelmini
	(860) 418-6446
linda.yelmini@ct.gov
	Fae Brown-Brewton
	(860) 418-6217
Sandra.brown-brewton@ct.gov



	Section  Teams – This Location


Operations Section Teams

.

	Division/Section

(Team Name)
	Section Team Lead
	Contact Info

(Office, Cell, Home)
	Team Lead Deputy
	Contact Info

(Office, Cell, Home)

	Adriaen’s Landing
	Michael Mehigen
	(860) 493-2923  (O)
	Kim Hart
	(860)493-2925 (O)



	Budget
	John Bacewicz
	(860) 418-6444 (O)


	Barry Sullivan
	(860) 418-6225 (O)

	Criminal Justice

	Brian Austin
	(860) 418-6394 (O)
	John Forbes
	(860) 418-6271 (O)

	Finance

	Gale Mattison
	(860) 418-6422 (O)
	Michael Riggott
	(860) 418-6264 (O)

	Intergovernmental Policy

	David LeVasseur
	(860) 418-6484 (O)
	Richard VanAusdall
	(860) 418-6432 (O)

	Labor Relations

	Linda Yelmini
	(860) 418-6446 (O)
	Fae Brown-Brewton
	(860) 418-6217 (O)


Administration Section Team 

	Division/Section

(Team Name)
	Section Team Lead
	Contact Info (Office, Cell, Home)
	Team Lead Deputy
	Contact Info (Office, Cell, Home)

	Human Resources/Payroll
	Laila Maidelis
	(860) 418-6324
	Donna Adams
	(860) 418-6274

	Business Office/Accounts Payable
	Joy Gutis
	(860) 418-6285
	Lynda Williams
	(860) 418-6299

	Business Office/Purchasing
	Joy Gutis
	(860) 418-6285
	Cheryl Rannou
	(860) 418-6375

	Information Technology
	Bill Ferris
	(860) 418-6436
	Olivia Knighton
	(860) 418-6308

	Application Support
	Jamie Gamble
	(860) 418-6276
	Todd Sawamura
	(860) 418-6247


	Division / Section:  NAME




Instructions:  Include all Administration, Operations and Logistics Section Teams by Team.  The goal is to include all staff at this location in this table.  The Human Resources Officer has been tasked to collect and incorporate this information.

	Name
	Office Phone
	Home Phone
	Cell Phone
	Degrees, Certifications, Licenses
	Agency Training Completed

	Section Team Lead and Deputy
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Staff
	
	
	
	
	

	
	Nnn.nnn.nnnn
	Nnn.nnn.nnnn
	Nnn.nnn.nnnn
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Appendix B.  Agency Business Partner Contact List

Instructions:  Use this Appendix to document service providers, suppliers and other key business partners that support the functions and services based at this location.  Incorporate any existing lists in any format that is convenient.  Below is a sample of a table that you may wish to use for this purpose.  The Operations, Administration and Logistics Section Chiefs may provide this information.

	Business Name
	Key Contact
	Telephone
	Fax
	Email
	Description of Service / Supply / Support Role

	Data Prep, Inc.
97 South Street

West Hartford, CT  06110
	Sheila Miller
	860.728.5224
800.516.7737
	
	
	Data entry of renters’ claims

	Iron Mountain
71 Hammer Mill Road

Rocky Hill, CT  06067
	
	860.571-7121
	
	
	Off site storage of computer files (account #2255) 

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Appendix C.  Agency Risk Self Assessment

	1.
	How many employees does your agency have on staff?

	> 1000
	500 – 999
	100 – 499
	50 – 99
	20 – 49
	< 20

	
	
	X
	
	
	


Comments:

	2.
	How many locations does your Agency operate / staff?

	>  20
	10 – 19
	2 – 9
	1
	
	

	
	
	X
	
	
	


Comments:

	3.
	What is the annual budget of your Agency?

	> $1 Billion
	$500 – 999 Million
	$100 – 499 Million
	$50 – 99 Million
	$10 – 49 Million
	$1 – 9.9 Million
	< $1  Million

	
	
	X
	
	
	
	


Comments:

	4.
	Is there a risk of immediate death or serious injury if your agency were not able to perform its normal duties? 

YES _____
NO X_

If YES, list the FUNCTIONS that fall into this category (e.g., Respond to 911 calls, Protect children from abuse, isolate forensic offenders, etc.) and the normal FREQUENCY for these life threatening services (e.g., 100/day, 2000/month, etc.)

	FUNCTION
	NORMAL FREQUENCY

	
	

	
	

	
	


	5.
	Is there a near term risk to the health, safety or well-being of the citizens of the state if your agency was not able to perform its normal duties?           










YES  X            NO _____

If YES, list the FUNCTIONS that fall in this category (e.g., Authorize medical treatment, Payment to retirees, Issue food stamps, Provide therapeutic care, Clear highways, etc.) and the normal FREQUENCY for these health and safety services (e.g., 1000/day, 20,000 /month).

	FUNCTION
	NORMAL FREQUENCY

	Process property tax relief payments to elderly renters
	37,000/3 months

	
	

	
	


	6. 
	Does your agency provide central services to many other state Agencies or perform / support other Agencies in the performance of their basic business functions?   YES  X    NO _____




	7.
	Is your Agency responsible for resources (plant, material, infrastructure – inspecting / repairing roads / bridges, operating utility plans, maintaining machinery, etc.) that may be significantly damaged or cause damage if your Agency is not able to perform for more than two weeks?
YES _____
NO  X
If YES, describe and estimate (best guess) the potential dollar investment to repair or replace. 

	RESOURCE
	ESTIMATED COST

	
	

	
	

	
	

	
	


	8.
	Does your Agency collect or receive reimbursement for services rendered?


YES  _____          NO  X
If YES, what is the dollar amount at risk if your Agency’s inability to perform this function results in NEVER being able to receive reimbursement? Document this for each period below.

	LOST FUNDS
	1 DAY
	1 WEEK
	1 MONTH

	< $100,000
	
	
	

	$100,000 – 499,000
	
	
	

	$500,000 – 999,000
	
	
	

	$1 – 9.9 Million
	
	
	

	$10 – 49.9 Million
	
	
	

	$50 – 99.9 Million
	
	
	

	> $100 Million
	
	
	


	9.
	Does your agency perform tasks mandated by law (Federal or State)?   

YES  X    NO  _____
If YES, list the FUNCTIONS that fall in this category (e.g., Meet custody hearing dates, Process Medicare claims, File inspection reports, Issue W-2s, etc), the normal FREQUENCY for these task deadlines (e.g., 5/day, 200/month, 40,000/year, etc.), the projected PENALTY for failure to meet these obligations (e.g., $100/missed W-2; Loss of Federal Reimbursement of $4mm/month).

	FUNCTION
	NORMAL FREQUENCY
	PENALTY
	STATE OR FEDERAL

	
	
	
	

	
	
	
	

	
	
	
	


	10.
	Does your Agency perform tasks with contractual obligations with significant penalty clauses?           



YES _____            NO  X
If YES, list the FUNCTIONS that fall in this category (e.g., pay provider net 30 days, Renew contract absent cancellation notice, Emergency payment to provider, etc.) and the penalty or other risk projected for failure to meet these obligation (e.g., 10% interest payment, $500k contract cancellation fee, risk a PNP will be unable to meet payroll, risk that PNP will go out of business, etc).

	FUNCTION
	ESTIMATED PENALTY

	
	

	
	

	
	


	11.
	Does your Agency have “Just in Time” delivery agreements for supplies that are essential to your mission (e.g., food, pharmaceuticals, construction materials, etc.)?        YES _____        NO  X


	12.
	Has your Agency contracted key elements of your service delivery to other public or external private service providers (e.g., residential or therapeutic care, training, product production or packaging, etc.)?           YES _____            NO  X


WEIGHTING OF SELF-ASSESSMENT REPONSES

	
	ANSWER
	WEIGHTING FACTOR

	Question 1:
	> 1000
	= 25 points

	
	500 – 999
	= 20 points

	
	100 – 499
	= 15 points

	
	50 – 99
	= 10 points

	
	20 – 49
	=  5 points

	
	> 20
	=  0 points

	Question 2:
	> 20
	= 20 points

	
	10 -19
	= 15 points

	
	2 – 9
	= 10 points

	
	1
	=  5 points

	Question 3:
	> $1 Billion
	= 30 points

	
	$500 – 999 Million
	= 25 points

	
	$100 – 499 Million
	= 20 points

	
	$50 – 99 Million
	= 15 points

	
	$10 – 49 Million
	= 10 points

	
	$1 – 9.9 Million
	=  5 points

	
	< $1 Million
	=  0 points

	Question 4:
	YES
	= 40 points

	
	NO
	=  0 points

	Question 5:
	YES
	= 30 points

	
	NO
	=  0 points

	Question 6:
	YES
	= 30 points

	
	NO
	=  0 points

	Question 7:
	YES
	= 20 points

	
	(Add 5 points for every $5 Million in estimated cost)

	
	NO
	=  0 points

	Question 8:
	YES
	= 40 points

	
	(Add 5 points for every $1 Million at risk per week)

	
	NO
	= 0 points

	Question 9:
	YES
	= 40 points

	
	(Add 5 points for every $1 Million at risk)

	
	NO
	= 0 points

	Question 10:
	YES
	= 40 points

	
	(Add 5 points for every $1 Million at risk per week)

	
	NO
	=  0 points

	Question 11
	YES
	= 40 points

	
	NO
	=  0 points

	Question 12:
	YES
	= 40 points

	
	
	

	
	
	

	
	TOTAL SCORE:
	

	
	
	


DEVELOPMENT REQUIREMENT

Urgent:

       > 175

Critical:

150 – 174

High:


125 – 149

Medium:

100 – 124

Moderate:

   50 – 99

Low:


    0 –  49

Appendix D.  Glossary of Terms

This glossary includes terminology present in the State of Connecticut Department of Emergency Management and Homeland Security “NIMS Implementation Plan”.  NIMS is the National Incident Management System, which is used by federal, state, municipal and many commercial enterprises.  It enables multiple agencies, organizations and locations to interact and communicate effectively in a time of crisis.

A

ALTERNATE SITE:  An alternate operating location to be used by business functions when the primary facilities are inaccessible. 1) Another location, computer center or work area designated for recovery. 2) Location, other than the main facility, that can be used to conduct business functions. 3) A location, other than the normal facility, used to process data and/or conduct critical business functions in the event of a disaster.  SIMILAR TERMS:  Alternate Processing Facility, Alternate Office Facility, Alternate Communication Facility, Backup Location, and Recovery Site, Residential Recovery Area (RRA), Work Recovery Area (WRA).

AGENCY REPRESENTATIVE:  A person assigned by a primary, assisting, or cooperating Federal, State, local, or tribal government agency or private entity that has been delegated authority to make decisions affecting that agency’s or organization’s participation in incident management activities following appropriate consultation with the leadership of that agency.

AREA COMMAND (Unified Area Command):  An organization established (1) to oversee the management of multiple incidents that are each being handled by an ICS organization or (2) to oversee the management of large or multiple incidents to which several Incident Management Teams have been assigned.  Area Command has the responsibility to set overall strategy and priorities, allocate critical resources, according to priorities, ensure that incidents are properly managed, and ensure that objectives are met and strategies followed.  Area Command becomes Unified Area Command when incidents are multi-jurisdictional.  Area Command may be established at an emergency operations center facility or at some location other than an incident command post.

ASSESSMENT:  The evaluation and interpretation of measurements and other information to provide a basis for decision-making.

ASSIGNMENTS:  Tasks given to resources to perform within a given operation period that are based on operational objectives defined in the IAP.

ASSISTANT:  Title for subordinates of principal Command Staff positions.  The title indicates a level of technical capability, qualifications, and responsibility subordinate to the primary position.  Assistants may also be assigned to unit leaders.

ASSISTING AGENCY:  An agency or organization providing personnel, services, or other resources to the agency with direct responsibility for incident management. 

AVAILABLE RESOURCES:  Resources assigned to an incident, checked in, and available for a mission assignment, normally located in a Staging Area.

B

BRANCH:  The organizational level having functional or geographical responsibility for major aspects of incident operations.  A branch is organizationally situated between the section and the division or group in the Operations Section, and between the section and units in the Logistics Section.  Branches are identified by the use of Roman numerals or by functional area.

BUSINESS CONTINUITY PLANNING (BCP):  Process of developing advance arrangements and procedures that enable an organization to respond to an event in such a manner that critical business functions continue with planned levels of interruption or essential change.  SIMILAR TERMS:  Contingency Planning, Disaster Recovery Planning.

BUSINESS CONTINUITY PROGRAM: An ongoing program supported and funded by executive staff to ensure business continuity requirements are assessed, resources are allocated and, recovery and continuity strategies and procedures are completed and tested. 

BUSINESS INTERRUPTION:  Any event, whether anticipated (i.e., public service strike) or unanticipated (i.e., blackout) which disrupts the normal course of business operations at an organization location.

BUSINESS CONTINUITY COORDINATOR:  An individual or group designated to coordinate or control designated recovery processes or testing.  SIMILAR TERMS:  Disaster Recovery Coordinator

BUSINESS RECOVERY TIMELINE:  The chronological sequence of recovery activities, or critical path, which must be followed to resume an acceptable level of operations following a business interruption. This timeline may range from minutes to weeks, depending upon the recovery requirements and methodology.

BUSINESS RECOVERY TEAM:  A group of individuals responsible for maintaining the business recovery procedures and coordinating the recovery of business functions and processes.  SIMILAR TERMS:  Disaster Recovery Team

C

CDC, Center for Disease Control.  The U.S. federal agency responsible for tracking infectious diseases, identifying preventive measures and treatments and working with local community health authorities to deal with any infectious outbreak.

CHAIN OF COMMAND.  A series of command, control, executive, or management positions in hierarchical order of authority.

CHECK-IN:  The process through which resources first report to an incident.  Check-in locations include the incident command post, Resources Unit, incident base, camps, staging areas, or directly on the site.

CHIEF:  The ICS title for individuals responsible for management of functional sections:  Operations, Planning, Logistics, Finance/Administration, and Intelligence (if established as a separate section).

COMMAND:  The act of directing, ordering, or controlling by virtue of explicit statutory, regulatory, or delegated authority.

COMMAND CENTER:  Facility separate from the main facility and equipped with adequate communications equipment from which initial recovery efforts are manned and media-business communications are maintained. The management team uses this facility temporarily to begin coordinating the recovery process and its use continues until the alternate sites are functional. 

COMMAND STAFF:  In an incident management organization, the Command Staff consists of the Incident Command and the special staff positions of Public Information Officer, Safety Officer, Liaison Officer and other positions as required, who report directly to the Incident Commander.  They may have an assistant or assistants, as needed.

COMMON OPERATING PICTURE:  A broad view of the overall situation as reflected by situation reports aerial photography, and other information or intelligence.  

COMMUNICATIONS UNIT:  An organizational unit n the Logistics Section responsible for providing communications services at an incident or an EOC.  A Communications Unit may also be a facility (e.g., a trailer or mobile van) used to support an Incident Communication Center.

CONTACT LIST:  A list of team members and/or key players to be contacted including their backups.  The list will include the necessary contact information (i.e. home phone, pager, cell, etc.) and in most cases be considered confidential. 

CONTINUITY OF OPERATIONS PLANNING (COOP):  Process of developing advance arrangements and procedures that enable an organization to respond to an event in such a manner that critical business functions continue with planned levels of interruption or essential change.  SIMILAR TERMS:  Contingency Planning, Disaster Recovery Planning, Business Continuity Planning.

COORDINATE:  To advance systematically an analysis and exchange of information among principals who have or may have a need to know certain information to carry out specific incident management responsibilities.

CRISIS:  A critical event, which, if not handled in an appropriate manner, may dramatically impact an organization's profitability, reputation, or ability to operate.

CRITICAL FUNCTIONS:  Business activities or information that could not be interrupted or unavailable for several business days without significantly jeopardizing operation of the organization.

CRITICAL RECORDS:  Records or documents that, if damaged or destroyed, would cause considerable inconvenience and/or require replacement or recreation at considerable expense.

D

DAMAGE ASSESSMENT:  The process of assessing damage, following a disaster, to computer hardware, vital records, office facilities, etc. and determining what can be salvaged or restored and what must be replaced.

DEPUTY:  A fully qualified individual who, in the absence of a superior, can be delegated the authority to manage a functional operation or perform a specific task.  In some cases, a deputy can act as relief for a superior and, therefore, must be fully qualified in the position.  Deputies can be assigned to the Incident Commander, General Staff, and Branch Directors.

DISASTER:  A sudden, unplanned calamitous event causing great damage or loss.  1) Any event that creates an inability on an organizations part to provide critical business functions for some predetermined period of time.  2) In the business environment, any event that creates an inability on an organization’s part to provide the critical business functions for some predetermined period of time.  3) The period when company management decides to divert from normal production operation and exercises its disaster recovery plan. Typically signifies the beginning of a move from a primary to an alternate location.  SIMILAR TERMS:  Business Interruption; Outage; Catastrophe.

DISASTER RECOVERY:  Activities and programs designed to return the entity to an acceptable condition.  1) The ability to respond to an interruption in services by implementing a disaster recovery plan to restore an organization's critical business functions.

DISPATCH:  The ordered movement of a resource or resources to an assigned operation mission or an administrative move from one location to another.

DIVISION:  The partition of an incident into geographical areas of operation.  Divisions are established when the number of resources exceeds the manageable span of control of the Operations Chief.  A division is located within the ICS organization between the branch and resources in the Operations Section.

E

EMERGENCY:  Absent a Presidential declared emergency, any incident(s), human-caused o natural, that requires responsive action to protect life or property.  Under the Robert T. Stafford Disaster Relief and Emergency Assistance Act, an emergency means any occasion or instance for which, in the determination of the President, Federal assistance is needed to supplement State and local efforts and capabilities to save lives and to protect property and public health and safety, or to lessen or avert the threat of a catastrophe in any part of the United States.

EMERGENCY OPERATIONS PLAN:  The “steady-state” plan maintained by various jurisdictional levels for responding to a wide variety of potential hazards.

EMERGENCY PUBLIC INFORMATION:  Information that is disseminated primarily in anticipation of an emergency or during an emergency.  In addition to providing situational information to the public, it also frequently provides direction actions required to be taken by the general public.

EMERGENCY RESPONSE PROVIDER:  Includes Federal, State, local and tribal emergency public safety, law enforcement, emergency response, emergency medical (including hospital emergency facilities), and related personnel, agencies, and authorities.  See Section 2 (6), Homeland Security act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002).  Also known as EMERGENCY RESPONDER.

EVACUATION:  Organized, phased, and supervised withdrawal, dispersal, or removal of civilians from dangerous or potentially dangerous areas, and their reception and care in safe areas.

EVENT:  A planned, non-emergency activity.  ICS can be used as the management system for a wide range of events, e.g., parades, concerts, or sporting events.

EXERCISE:  An activity that is performed for the purpose of training and conditioning team members, and improving their performance. Types of contingency planning exercises include: Table Top Exercise, Simulation Exercise, Operational Exercise, and Mock Disaster.

F

FEDERAL:  Of or pertaining to the Federal Government of the United States of America.

FINANCE OFFICER (FO):  Member of the Incident Command Support Team, or Business Continuity Management Team, who provides financial planning and management support to the Incident Commander.  Examples of support would include financial analysis, financial record keeping, petty cash management and financial reporting.
FUNCTION:  In ICS, Function refers to the five major activities:  Command, Operations, Planning, Logistics and Finance/Administration.  The term function is also used when describing the activity involved, e.g., the planning function.  A sixth function, Intelligence, may be established, if required, to meet incident management needs.  FUNCTION also refers to activities performed or services provided by an organization which are the targets for continuity planning

G

GENERAL STAFF:  A group of incident management personnel organized according to function and reporting to the Incident Commander.  The General Staff normally consists of the Operations Section Chief, Planning Section Chief, Logistics Section Chief, and Finance/Administration Section Chief.

GROUP:  Established to divide the incident management structure into functional areas of operations.  Groups are composed of resources assembled to perform a special function not necessarily within a single geographic division.  Groups, when activate, are located between branches and resources n the Operations Section.  

H

HAZARD:  Something that is potentially dangerous or harmful, often the root cause of an unwanted outcome.

HOTSITE:  An alternate facility that already has in place the computer, telecommunications, and environmental infrastructure required to recover critical business functions or information systems.

HUMAN RESOURCES OFFICER (HRO):  Member of the Incident Command Support Team, or Business Continuity Management Team, who provides human resources advice and counsel to the Incident Commander.  Examples of support would include development of plans to assist employees affected by the incident and guidance on union or bargaining unit issues raised by the incident or requirements to respond to the incident.  The HRO may assume some of the Safety Officer responsibilities.

I

INCIDENT:  An occurrence or event, natural or human-caused, which requires an emergency response to protect life or property.  Incidents can, for example, include major disasters, emergencies, terrorist attacks, terrorist threats, wild land and urban fires, floods, hazardous material spills, nuclear accidents, aircraft accidents, earthquakes, hurricanes, tornadoes, tropical storms, war-related disasters, public health and medical emergencies, and other occurrences requiring an emergency response.

INCIDENT ACTION PLAN:  An oral or written plan containing general objectives reflecting the overall strategy for managing an incident.  It may include the identification of operational resources and assignments.  It may also include attachments that provide direction and important information for management of the incident during one or more operational periods.  

INCIDENT COMMAND POST (ICP):  The field location at which the primary tactical-level, on-scene incident command functions are performed.  The ICP may be collocated with the incident base or other incident facilities and is normally identified by a green rotation or flashing light.

INCIDENT COMMAND SYSTEM (ICS):  A standardized on-scene emergency management construct specifically designed to provide for the adoption of an integrated organizational structure that reflects the complexity and demands of single or multiple incidents, without being hindered by jurisdictional boundaries.  ICS is the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure, designed to aid in the management of resources during incidents.  It is used for all kinds of emergencies and is applicable to small as well as large and complex incidents.  ICS is used by various jurisdictions and functional agencies, both public and private, to organize field-level incident management operations.

INCIDENT COMMANDER (IC):  The individual responsible for all incident activities, including the development of strategies and tactics and the ordering and the release of resources.  The IC has overall authority and responsibility for conducting incident operations and is responsible for the management of all incident operations at the incident site.

INCIDENT MANAGEMENT TEAM (IMT):  The IC and appropriate Command and General Staff personnel assigned to the incident.  In the context of the Business Continuity Plan, the IMT is also the BUSINESS CONTINUITY MANAGEMENT TEAM, which focuses both on resolving the incident and resuming business functions in an orderly manner.

INCIDENT OBJECTIVES:  Statements of guidance and direction necessary for selecting appropriate strategy(s) and he tactical direction of resources.  Incident objectives are based on realistic expectations of what can be accomplished once resources within the ICS have been deployed.  Incident objectives must be achievable and measurable, yet flexible enough to allow strategic and tactical alternatives.

INITIAL ACTION:  The actions taken by those responders first to arrive at an incident site.

INITIAL RESPONSE:  Resources initially committed to an incident.

INTELLIGENCE OFFICER:  The intelligence officer is responsible for managing internal information, intelligence, and operation security requirements, supporting incident management activities.  These may include information security and operation security activities, as well as the complex task of ensuring that sensitive information of all types (e.g., classified information, law enforcement sensitive information, proprietary information, or export-controlled information) is handled in a way that not only safeguards the information, but also ensures that it gets to those who need access to it to perform their missions effectively and safely.

J

JOINT INFORMATION CENTER (JIC):   A facility established to coordinate all incident–related public information activities.  It is the central point of contact for all news media at the scene of the incident.  Public information officials from all participating agencies should collocate at the JIC.

JOINT INFORMATION SYSTEM (JIS):  Integrates incident information and public affairs into a cohesive organization designed to provide consistent, coordinated, timely information during crisis or incident operations.  The mission of the JIS is to provide a structure and system for developing and delivering coordinated interagency messages; developing, recommending, and executing public information plans and strategies on behalf of the IC: advising the IC concerning public affairs issues that could affect a response effort; and controlling rumors and inaccurate information that could undermine public confidence in the emergency response effort.

JURISDICTION:  A range or sphere of authority.  Public agencies have jurisdiction at an incident related to their legal responsibilities and authority.  Jurisdictional authority at an incident can be political or geographical (e.g., city, county, tribal, State, or Federal boundary lines) or function (e.g., law enforcement, public health).

K

L

LEGAL COUNSEL:  Member of the Incident Command Support Team, or Business Continuity Management Team, who provides legal advice and counsel to the Incident Commander.  Examples of support would include interpretation of statute or contract law governing Agency responsibility or action, especially in the context of the incident and its aftermath.

LEVEL 1:  Entry level first responders (including firefighters, police officers, emergency medical services providers, public works on-scene personnel, public health on-scene personnel and other emergency responders) and other emergency personnel that require an introduction to the basic components of the ICS.

LEVEL 2:  First line supervisors, single resource leaders, lead dispatchers, field supervisors, company officers and entry level positions (trainees) on Incident Management Teams and other emergency personnel that require a higher level of ICS training.

LEVEL 3:  Middle management, strike team leaders, task force leaders, unit leaders, division / group supervisors, branch directors and Multi-Agency Coordination System /Emergency Operations Center staff.

LEVEL 4:  Command and general staff, agency administrators, department heads, emergency managers, area commanders and Multi-Agency Coordination System/Emergency Operations Center managers.

LIAISON:  A form of communication for establishing and maintaining mutual understanding and cooperation.

LIAISON OFFICER:  A member of the Command Staff responsible for coordinating with representatives from cooperating and assisting agencies.

LOCAL GOVERNMENT:  A county, municipality, city, town, township, local public authority, school district, special district, intrastate district, council of governments (regardless of whether the council of governments is incorporated as a nonprofit corporation under Sate law), regional or interstate government entity, or agency or instrumentality of a local government; an Indian tribe or authorized tribal organization, or in Alaska, a Native village or Alaska Regional Native Corporation; a rural community, unincorporated town or village, or other public entity.

LOGISTICS:  Providing resources and other services to support Incident Management.  In the context of Business Continuity Planning, providing work and residential recovery areas, outfitted with information technology for use of incoming staff; providing an assessment of the potential to and level of effort to reoccupy a damaged facility; providing oversight for repair and renovation and/or build out of a replacement facility.

LOGISTICS SECTION:  The section responsible for providing facilities, services and material support for the incident.

M

MAJOR DISASTER:  As defined under the Robert T. Stafford Disaster Relief and Emergency Assistance Act, a major disaster is any natural catastrophe (including any hurricane, tornado, storm, high water, wind-driven water, tidal wave, tsunami, earthquake, volcanic eruption, landslide, mudslide, snowstorm or drought), or, regardless of cause, any fire, flood, or explosion, in any part of the United States, which in he determination of the President, causes damage of sufficient severity and magnitude to warrant major disaster assistance under this Act to supplement the efforts and available resources of States, tribes, local governments, and disaster relief organizations in alleviating the damage, loss, hardship, or suffering caused thereby.

MANAGEMENT BY OBJECTIVE (MBO):  A management approach that involves a four-step process for achieving the incident goal.  The MBO approach includes the following:  establishing overarching objectives; developing and issuing assignments, plans, procedures and protocols; establishing specific, measurable objectives for various incident management functional activities and direction efforts to fulfill them, in support of defined strategic objectives: and documenting results to measure performance and facilitate corrective action. 

MEMORANDUM OF UNDERSTANDING (MOU):  A written document executed by two or more parties agreeing that they will provide mutual aid and support in time of crisis.  Specific obligations, facilities or services may be detailed.

MISSION-CRITICAL APPLICATION:  An application that is essential to the organization’s ability to perform necessary business functions.  Loss of the mission-critical application would have a negative impact on the business, as well as legal or regulatory impacts.

MITIGATION:  The activities designed to reduce or eliminate risks to persons or property or to lessen the actual or potential effects or consequences of an incident.  Mitigation measures may be implemented prior to, during, or after an incident.  Mitigation measures are often informed by lessons learned from prior incidents.  Mitigation involves ongoing actions to reduce exposure to, probability of, or potential loss form hazards.  Measures may include zoning and building codes, floodplain buyouts, and analysis of hazard-related data to determine where it is safe to build or located temporary facilities.  Mitigation can include efforts to educate governments, businesses and the public on measures they can take to reduce loss and injury.

MOBILIZATION:  The process and procedures used by all organizations – Federal, State, local and tribal – for activating, assembling, and transporting all resources that have been requested to respond to or support an incident.

MULTI-AGENCY COORDINATION ENTITY:  A multi-agency coordination entity functions within a broader multi-agency coordination system.  It may establish the priorities among incidents and associated resource allocations, de-conflict agency policies, and provide strategic guidance and direction to support incident management activities.

MULTI-AGENCY COORDINATION SYSTEM:  Multi-agency coordination systems provide the architecture to support coordination for incident prioritization, critical resource allocation, communication systems integration, and information coordination.  The components of multi-agency coordination systems include facilities, equipment, emergency operations centers (EOC’s), specific multi-agency coordination entities, personnel, procedures, and communications.  These systems assist agencies and organizations to fully integrate the subsystems of the NIMS.

MULTI-JURISDICTIONAL INCIDENT:  An incident requiring action from multiple agencies that each have jurisdiction to manage certain aspects of an incident.  In ICS, these incidents will be managed under Unified Command.

MUTUAL AID AGREEMENT:  Written agreement between agencies and/or jurisdictions that they will assist one another on request, by furnishing personnel, equipment, and/or expertise in a specified manner.  The written agreement is know as a Memorandum of Understanding (MOU) or Document of Understanding (DOU).
N

NATIONAL:  Of a nationwide character including the Federal, state, local, and tribal aspects of governance and polity.

NATIONAL DISASTER MEDICAL SYSTEM:  A cooperative, asset-sharing partnership between the federal Department of Health and Human Services, the Department of Veterans affairs, the Department of Homeland Security, and the Department of Defense.  NDMS provides resources for meeting the continuity of care and mental health services requirements of the Emergency Support Function 8 in the Federal Response Plan.

NATIONAL INCIDENT MANAGEMENT SYSTEM:  A system mandated by HSPD-5 that provides a consistent nationwide approach for Federal, State, local, and tribal governments; the private-sector, and nongovernmental organization to work effectively and efficiently together to prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity.  To provide for interoperability and compatibility among Federal, State, local, and tribal capabilities, the NIMS includes a core set of concepts, principles, and terminology.  HSPD-5 identifies these as the ICS; multi-agency coordination systems, training, identification and management of resources (including systems for classifying types of resources)’ qualification and certification; and the collection, tracking, and reporting of incident information and incident resources.  

NATIONAL RESPONSE PLAN:  A plan mandated by HSPD-5 that integrates Federal domestic, prevention, preparedness, response and recovery plans into one all-discipline, all-hazards plan.

NONGOVERNMENTAL ORGANIZATION.  An entity with an association that is based on interests of its members, individual or institution and that is not created by a government, but may work cooperatively with government. Such organizations serve a public purpose, not a private benefit.  Examples of NGOs include faith-based charity organizations and the American Red Cross.

O

OFF-SITE STORAGE:  Alternate facility, other than the primary production site, where duplicated vital records and documentation may be stored for use during disaster recovery.

OPERATIONAL PERIOD:  The time scheduled for executing a given set of operation actions, as specified in the Incident Action Plan.  Operations periods can be of various lengths, although usually not over 24 hours.

OPERATIONS SECTION:  The section responsible for all tactical incident operations.  In ICS, it normally includes subordinate branches, divisions, and/or groups.  In the context of the Business Continuity Plan, the Operations Section is responsible for the timely and effective restoration of business function.  The subdivisions of the Operations Section are Business Function Teams, whose leader’s report to the Operations Sections Chief.

P

PLAN MAINTENANCE PROCEDURES:  Maintenance procedures outline the process for the review and update of business continuity plans.

PERSONNEL ACCOUNTABILITY:  The ability to account for the location and welfare of incident personnel.  It is accomplished when supervisors ensure that ICS principles and processes are functional and that personnel are working within established incident management guidelines. 

PLANNING MEETING:  A meeting held as needed prior to and throughout the duration of an incident to select specific strategies and tactics for incident control operations and for service and support planning.  For larger incidents, the planning meeting is a major element in the development of the Incident Action Plan (IAP).

PREPAREDNESS:  The range of deliberate, critical tasks and activities necessary to build, sustain, and improve the operational capability to prevent, protect against, respond to, and recover from domestic incidents.  Preparedness is a continuous process.  Preparedness involves efforts at all levels of government and between government and private sector and nongovernmental organizations to identify threats, determine vulnerabilities, and identify required resources.  Within the NIMS, preparedness is operationally focused on establishing guidelines, protocols, and standards for planning, training and exercises, personnel qualification and certification, equipment certification, and publication management.

PREPAREDNESS ORGANIZATION:  The groups that provide interagency coordination for domestic incident management activities in a non-emergency context.  Preparedness organizations can include all agencies with a role in incident management, for prevention, preparedness, response, or recovery activities.  They represent a wide variety of committees, planning groups, and other organizations that meet and coordinate to ensure the proper level of planning, training, equipping, and other preparedness requirements within a jurisdiction or area.

PREVENTION:  Actions to avoid an incident or to intervene to stop an incident from occurring.  Prevention involves actions to protect lives and property.  It involves applying intelligence and other information to a range of activities that may include such countermeasures as deterrence operations; heightened inspections; improved surveillance and security operation; investigations to determine the full nature and source of the threat; public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and, as appropriate, specify law enforcement operations aimed at deterring, preempting, interdicting, or disrupting illegal activity and apprehending potential perpetrators and bringing them to justice.

PRIVATE SECTOR:  Organizations and entities that are not part of any governmental structure.  It includes for-profit and not-for-profit organizations, formal and informal structures, commerce and industry, and private voluntary organizations (PVO).  

PROCESSES:  Systems of operations that incorporate standardized procedures, methodologies, and functions necessary to provide resources effectively and efficiently.  These include resource typing, resource ordering and tracking, and coordination.

PUBLIC INFORMATION OFFICER:  A member of the Command Staff responsible for interfacing with the public and media or with other agencies with incident-related information requirements.  

PUBLICATIONS MANAGEMENT:  The publications management subsystem includes materials development, publication control, publication supply, and distribution.  The development and distribution of NIMS materials is managed through this subsystem.  Consistent documentation is critical to success, because it ensure that all responders are familiar with the documentation used in a particular incident regardless of the location or the responding agencies involved.

Q

QUALIFICATION AND CERTIFICATION:  This subsystem provides recommended qualification and certification standards for emergency responder and incident management personnel.  It also allows the development of minimum standards for resources expected to have an interstate application.  Standards typically include training, currency, experience and physical and medical fitness.

R

RECEPTION AREA:  This refers to a location separate from staging areas, where resources report in for processing and out-processing.  Reception Areas provide accountability, security, situation awareness briefings, safety awareness, distribution of IAPs , supplies and equipment, feeding, and bed down.

RECOVERY:   The development, coordination, and execution of service- and site-restoration plans; the reconstitution of government operations and services; individual, private sector, nongovernmental, and public-assistance programs to provide housing and to promote restoration; long-term care and treatment of affected persons; additional measure for social, political, environmental and economic restoration; evaluation of the incident to identify lessons learned; post=incident reporting; and development of initiative to mitigate the effects of future incidents.  

RECOVERY STRATEGY:  An approach by an organization that will ensure its recovery and continuity in the face of a disaster or other major outage.  Plans and methodologies are determined by the organizations strategy.  There may be more than one methodology or solution for an organizations strategy.  Examples of methodologies and solutions include, contracting for Hotsite or Coldsite, building an internal Hotsite or Coldsite, identifying an Alternate Work Area, a Consortium or Reciprocal Agreement, contracting for Mobile Recovery or Crate and Ship, and many others.

RECOVERY TIME OBJECTIVE (RTO):  The period of time within which systems, applications, or functions must be recovered after an outage (e.g. one business day).  RTOs are often used as the basis for the development of recovery strategies, and as a determinant as to whether or not to implement the recovery strategies during a disaster situation.  SIMILAR TERMS: Maximum Allowable Downtime.

RECOVERY PLAN:  A plan developed by a State, local, or tribal jurisdiction with assistance from responding Federal agencies to restore the affected area.

RESIDENTIAL RECOVERY AREA (RRA):  A residential facility or facilities for the housing of patients, inmates or residents post-disaster but after the initial evacuation plan has been executed to ensure life and safety.  In the context of the Business Continuity Plan, RRA is to be used to resume normal facility operations, whether therapeutic, correctional, educational or protected living / nursing.  Where appropriate, RRA space will be identified within an agency or organization.  If this option is not adequate, agreements may be made with like facilities for mutual aid and documented via a Memorandum of Understanding (MOU).  Because the incident situation can not be predicted, much flexibility in RRA is desirable.  In some cases, this space will only be identified and acquired post-incident.

RESOURCES:  Personnel and major items of equipment, supplies, and facilities available or potentially available for assignment to incident operations and for which status is maintained.  Resources are described by kind and type and may be used I operation support of supervisory capacities at an incident or at an EOC.

RESOURCE MANAGEMENT:  Efficient incident management requires a system for identifying available resources at all jurisdictional levels to enable timely and unimpeded access to resources, needed to prepare for, respond to, or recover from an incident.  Resource management under the NIMS includes mutual-aid agreements; the use of special Federal, State, local, and tribal teams; and resource mobilization protocols.

RESOURCES UNIT:  Functional unit within the Planning Section responsible for recording the status of resources committed to the incident.  This unit also evaluates resources currently committed to the incident, the effects additional responding resources will have on the incident, and anticipated resource needs.

RESPONSE:  Activities that address the short-term, direct effects of an incident.  Response includes immediate actions to save lives, protect property, and meet basic human needs.  Response also includes the execution of emergency operations plans and of mitigation activities designed to limit the loss of life, personal injury, property damage, and other unfavorable outcomes.  As indicated by the situation, response activities include applying intelligence and other information to lessen the effects or consequences of an incident; increased security operations; continuing investigations into nature and source of the threat; ongoing public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and specific law enforcement operation aimed at preempting, interdicting, or disrupting illegal activity, and apprehending actual perpetrators and bringing them to justice.

S

SAFETY OFFICER:  A member of the Command Staff responsible for monitoring and assessing safety hazards or unsafe situations and for developing measures for ensuring personnel safety.

SALVAGE & RESTORATION:  The process of reclaiming or refurbishing computer hardware, vital records, office facilities, etc. following a disaster.

SECTION:  The organizational level having responsibility for a major functional area of incident management, e.g., Operations, Logistics, Finance/Administration, and Intelligence (if established).  The section is organizationally situated between the branch and the Incident Command.

SIMULATION EXERCISE:  One method of exercising teams in which participants perform some or all of the actions they would take in the event of plan activation. Simulation exercises, which may involve one or more teams, are performed under conditions that at least partially simulate ‘disaster mode’. They may or may not be performed at the designated alternate location, and typically use only a partial recovery configuration.

SPAN OF CONTROL:  The number of individuals a supervisor is responsible for, usually expressed as the ratio of supervisors to individuals (NIMS recommends between 1:3 – 1:7) 

STANDALONE TEST:  A test conducted on a specific component of a plan, in isolation from other components, typically under simulated operating conditions.

STAGING AREA:  Location established where resources can be placed while awaiting a tactical assignment.  The Operations Section manages Staging Area. 

STATE:  When capitalized, refers to any State of the United Stats, the District of Columbia, the Commonwealth of Puerto Rico, the Virgin Islands, Guam, American Samoa, the Commonwealth of the Northern Mariana Islands, and any possession of the United States.

STRATEGIC:  Strategic elements of incident management are characterized by continuous long-term, high-level planning by organizations headed by elected or other senior officials.  These elements involve the adoption of long-range goals and objectives, the setting of priorities; the establishment of budgets and other fiscal decisions, policy development, and the application of measures of performance or effectiveness.

STRIKE TEAM:  A set number of resources of the same kind and type that have an established minimum number of personnel.

STRATEGY:  The general direction selected to accomplish incident objectives set by the IC.

STRUCTURED WALK-THROUGH:  One method of testing a specific component of a plan. Typically, a team member makes a detailed presentation of the component to other team members (and possibly non-members) for their critique and evaluation.

SUPPORTING TECHNOLOGIES:  Any technology that may be used to support the NIMS is included in this subsystem.  These technologies include ortho-photo mapping, remote automatic weather stations, infrared technology, and communications, among various others. 

T

TASK FORCE:  Any combination of resources assembled to support a specific mission or operational need.  All resource elements within a Task Force must have common communications and a designated leader.

TABLE TOP EXERCISE:  One method of exercising teams in which participants review and discuss the actions they would take per their plans, but do not perform any of these actions. The exercise can be conducted with a single team, or multiple teams, typically under the guidance of exercise facilitators.

TEAM LEADER:  Qualified member of the management staff who generally reports to the Operation Section Chief and coordinates the initial response and recovery efforts of the team.  In the context of the Business Continuity Plan, the Business Function and Patient Care / Residential Care Team Leaders are responsible for pre-disaster preparedness, disaster action plan coordination and post-disaster corrective action based on lessons learned for the functions that are part of the normal operational responsibilities of the work group.

TECHNICAL ASSISTANCE:  Support provided to State, local, and tribal jurisdictions when they have the resources but lack the complete knowledge and skills needed to perform a required activity (such as mobile home park design and hazardous material assessments).

TERRORISM:  Under the Homeland Security Act of 2002, terrorism is defined as activity that involves an act dangerous to human life or potentially destructive of critical infrastructure or key resources and is a violation of the criminal laws of the United States or of any State or other subdivision of the United States in which it occurs and is intended to intimidate or coerce the civilian population or influence a government or affect the conduct o f a government by mass destruction, assassination, or kidnapping. 

TEST:  An activity that is performed to evaluate the effectiveness or capabilities of a plan relative to specified objectives or measurement criteria. Types of tests include: Desk Check, Peer Review, Structured Walk-through, Standalone Test, Integrated Test, and Operational Test.

TEST PLAN:  A document designed to periodically exercise specific action tasks and procedures to ensure viability in a real disaster or severe outage situation. 

THREAT:  An indication of possible violence, harm, or danger.

TOOLS:  Those instruments and capabilities that allow for the professional performance of tasks, such as information systems, agreements, doctrine, capabilities, and legislative authorities.

TRIBAL:  Any Indian tribe, band, nation, or other organized group or community, including any Alaskan Native Village as defined in or established pursuant to the Alaskan Native Claims Settlement Act that is recognized as eligible for the special programs and services provided by the United States to Indians because of their status as Indians.

TYPE:  A classification of resources in the ICS that refers to capability.  Type 1 is generally considered to be more capable than Types 2, 3, or 4, respectively, because of size; power, capacity; or, in the case of incident management teams, experience and qualifications.

U

UNIFIED COMMAND:  An application of ICS used when there is more than one agency with incident jurisdiction or when incidents across political jurisdictions.  Agencies work together through the designated members of the UD, often the senior person from agencies and/or disciplines participating in the UC, to establish a common set of objectives and strategies and a single IAP.

UNIT:  The organizational element having functional responsibility for a specific incident planning, logistics, or finance/administration activity.

UNIT OF COMMAND:  The concept by which each person within an organization reports to one and only one designated person. The purpose of unity of command is to ensure unity of effort under one responsible commander for every objective.

V

VITAL RECORD:  A record that must be preserved and available for retrieval if needed. 

VOLUNTEER:  For purposes of the NIMS, a volunteer is any individual accepted to perform services by the lead agency, which has authority to accept volunteer services, when the individual performs services without promise, expectation, or receipt of compensation for services performed.

W

WORK RECOVERY AREA (WRA):  A location or locations in which office-based personnel may resume critical business functions.  In the context of Business Continuity Planning, WRA is normally acquired by mutual aid from internal agency locations or sister state agencies in the same geography under a pre-established agreement, or Memorandum of Understanding.  When these options are not adequate to the need, other alternative may be preplanned or identified post-incident.

WORKAROUND PROCEDURES:  Interim procedures that may be used by a business unit to enable it to continue to perform its critical functions during temporary unavailability of specific application systems, electronic or hard copy data, voice or data communication systems, specialized equipment, office facilities, personnel, or external services. SIMILAR TERMS: Interim Contingencies.
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ACRONYMS

ALS:

Advanced Life Support

ASC:

Administration Section Chief

CFA:

Connecticut Fire Academy

BCP:

Business Continuity Plan

CC:

Command Center

COOP:
Continuity of Operations

DEMHS:
Department of Emergency Management and Homeland Security 

DEP:

Department of Environmental Protection

DPH:

Department of Public Health

EMAC:
Emergency Management Assistance Compact

EOC:

Emergency Operations Center

EOP:

Emergency Operations Plan

FEMA:
Federal Emergency Management Agency

FO:

Financial Officer

FOG:

Field Operations Guide

GIS:

Geographic Information System

HAZMAT:
Hazardous Material

HSPD-5:
Homeland Security Presidential Directive – 5

HRO:

Human Resources Officer

IAP:

Incident Action Plan

IC:

Incident Commander

ICP:

Incident Command Post

ICS:

Incident Command System

IC/UC:
Incident Command / Unified Command

IMT:

Incident Management Team

JIS:

Joint Information System

JIC:

Joint Information Center

LNO :

Liaison Officer

LC:

Legal Counsel

LSC:

Logistics Section Chief

NETC :
National Emergency Training Center

NDMS:
National Disaster Medical System

NGO:

Nongovernmental Organization

NIMS:

National Incident Management System

NRP:

National Response Plan

OPM:

Office of Policy and Management



OSC:

Operations Section Chief

POLREP:
Pollution Report

PIO:

Public Information Officer

PSC:

Planning Section Chief

PVO:

Private Voluntary Organizations

R&D:

Research and Development

RRA:

Residential Recovery Area

RESTAT:
Resource Status

RPO:

Recovery Point Objective

RTO:

Recovery Time Objective

ROSS:

Resource Ordering and Status System

SDO:

Standards Development Organizations

SITREP:
Situation Report

SO:

Safety Officer

SOP:

Standard Operating Procedure

UC:

Unified Command

US&R:
Urban Search and Rescue

WRA:

Work Recovery Area
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Agency Head:


 


Robert Genuario





     Michael Cicchetti


    Jeffrey Beckham








Public Information Officer:  


Jeffrey Beckham


Brian Austin





Human Resources Officer:  


Laila Maidelis


Linda Wakefield





Legal Counsel: 


Gareth Bye


Tom Cox





Finance Officer  


 Joy Gutis


Cheryl Rannou





Planning Section Chief:


MaryAnn Palmarozza


Claire Nolin








Operations Section Chief:  


John Bacewicz


Barry Sullivan








Logistics Section Chief:


Phil Smith


William Ferris





Line Function 1


Brian Austin


John Forbes








Administration Section Chief:


Gale Mattison


Michael Riggott





Information Technology Team 





(Bill Ferris/Jordan Hill/


 Olivia Knighton/


(Jamie Gamble/Todd Sawamura





Logistics Section





Operations Section





Administration Section





Office of Policy and Management – 450 Capitol Avenue, Hartford, CT 06106 


Continuity of Operation Program (COOP) Management Team











EOC / DEMHS











Agency Representative:





Brian Austin


John Forbes  





Incident Commander:  


Michael Cicchetti


David LeVasseur


John Mengacci





Agency Representative:








 Linda Yelmini  (Labor


     Relations)


 John Bacewicz (Budget)





Any Inter Agency Function





Line Function 2


Gale Mattison


Michael Riggott





Line Function 3


David LeVasseur


Dick VanAusdall





Line Function 4


Linda Yelmini


Fae Brown-Brewton





Line Function 5


Michael Mehigen


Kim Hart


Jack Freeman


Jay Martyn





Support Function 1


Laila Maidelis


Donna Adams








Support Function 2


Joy Gutis


Lynda Williams


Elizabeth Mayo





Support Function 3


Joy Gutis


Cheryl Rannou


Cleve Wotton





State of Connecticut:  Pandemic COOP Support Program





IBM Business Resiliency Consulting, October 2006
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