Fraud Detection and Prevention Efforts
Request for Proposals
OPMBUD20130722
The State of Connecticut Office of Policy and Management (OPM) is issuing Addendum 1 to the Fraud Detection and Prevention Efforts Request for Proposals (RFP).
Addendum 1 clarifies the scope of services in the RFP as highlighted below.


SCOPE OF SERVICES 

[bookmark: _GoBack]The State of Connecticut, by and through the Office of Policy Management, seeks qualified and experienced vendors for the implementation of a centralized fraud detection and prevention enterprise data warehouse.  Fraud detection and prevention efforts will focus on four primary areas:  (a) preventing overpayments from various state funded programs, (b) cost avoidance, (c) recoveries of overpayments, and (d) identification of fraud networks and schemes.  In addition, the State is interested in solutions which include the ability to identify underpayments of taxes and other revenue due the State.

The selected vendor(s) will be responsible for the creation of a new centralized enterprise data warehouse that integrates data and information from a myriad of state databases and other sources, including:  Department of Social Service’s Supplement Nutritional Assistance Program (SNAP); Medicaid claims and eligibility data; Department of Children and Families’ LINK information; home and community-based services waivers; human services contracts; Department of Correction data; cigarette, liquor and lottery sales information; tax records from the Department of Revenue Services; business incorporation information from the Secretary of State’s Office; Workers’ Compensation claims and Section 8 data.  It is expected that the vendor will apply investigative analytics and graph pattern analysis to the data and information available through the data warehouse that will be used to assist state auditors, investigators and attorneys to identify and target high priority leads for further investigation for potential fraud and/or abuse of state program funds.  In keeping with this mission, the responsibilities of the selected vendor(s) will include, but not be limited to:  integration of data from disparate databases and sources of information; application of investigative analytics and graph pattern analysis enabling analysts to conduct human driven queries; summarization of large data sets; visualization of  large data sets (i.e., graphic or link analysis); and ensuring that data and information is maintained in a secure environment and meets all federal and state privacy and confidentiality laws and regulations.    

Vendor(s) shall:
· Develop a project work plan and schedule
· Conduct project planning meetings with stakeholders
· Identify objectives and requirements
· Create a centralized data warehouse from disparate databases and information sources
· Prepare data for modeling
· Develop analytical models
· Model data (i.e., identify the underlying and interrelated data structure indicative of fraud/abuse; conduct statistical analysis)
· Evaluate the model(s) (ensure it achieves the objectives)
· Make recommendations based on findings
· Train state auditors, analysts and investigators on the use of the information
· Track the progress/success and return on investment

The state is also seeking vendors that can provide deliverables other than the ones specified above that will support the purposes of this effort.

