Steps to Install and use Software Token 2.0 for Android
All RSA SecurID Software Token Requests Must be submitted by agency VPN/RSA Liaisons.
Start the RSA SecurID App
1. 
In your app list, tap the RSA SecurID icon.

2. 
Read the license agreement. 

Next Step
When you are ready to import a software token. Tap Continue.
           • If your VPN/RSA Security Liaison asked for your Device ID, go to the following
             section “Email Your Device ID.”
           • If your VPN/RSA Security Liaison sent you a software token without asking for your 
             device ID, go to the section “Import a Software Token.”
Email Your Device ID (For all Non-State Employees)
Your VPN/RSA Security Liaison will ask for your device ID before sending you a token. The device ID will be used to bind the software token to your device to ensure that the software token cannot be used on another device. Make sure an email account is set up on your device. Make sure you have your VPN/RSA Security Liaison’s email address.

To email your Device ID:
1.  On the Welcome screen, tap Device ID.
2.  Do one of the following:
• Tap Email Device ID to open an email message containing the device ID.
• Tap Copy Device ID to copy the device ID.
3.  If you select the email option, enter your VPN/RSA Security Liaison’s email address in the 
     To: field, and send the email.
4. Go to “Import a Software Token.”
Email Your Device ID for Additional Tokens 
If you need additional software tokens, and your VPN/RSA Security Liaison wants to bind them, you must provide your device ID with each request. Your device ID is displayed in the Information screen.
To email your device ID for additional tokens:
1.  Tap Menu > Info.

2.  Do one of the following:
     •    Tap Menu > Device ID > Email Device ID to open an email message containing the 
          device ID.
     •    Tap Menu > Device ID > Copy Device ID to copy the Device ID.
3.  If you select the email option, enter your VPN/RSA Security Liaison’s email address in the 
     To: field and send the email.
Import a Software Token
You will receive your software token in an email message as a file attachment or URL link. You may also need to enter one of the following when prompted:
    • A password (see your agency VPN/RSA Liaison.)
    • A one-time activation code (you will receive this information in a separate email VPN/RSA
       Liaison) 
Make sure you have the password or activation code on hand before starting to import your token. Use one of the following import procedures, depending on the email instructions you received.

URL Link

To import a software token from a URL:
1. Locate the URL link. The URL link starts with http://127.0.0.1/securid
2. Copy/Paste or Type the URL link into the text field when prompted on your device.
3. When prompted to “Complete action using,” tap RSA SecurID.
4. If prompted, enter the Activation Code. Tap OK.

5. You may be prompted with a server certificate.
6. When the import is completed, for security reasons, delete the email.
Import URL Option
Use the following manual procedure if you cannot import a token by tapping a URL link.
To import a software token using the Import URL option:
1. Locate your URL link. The URL link starts with http://127.0.0.1/securid
2. Tap and hold the link and select the Copy option.

3. Navigate to the RSA SecurID app. On the Welcome screen, tap Import Token >Import URL
4. In the text field, tap and hold, then tap Paste.

5. If prompted, enter the activation code or password and tap the Enter button.

6. You may be prompted with a server certificate.
7. When the import is completed, for security reasons, delete the email.
Note: To import additional tokens manually, tap Menu >Token List > Import URL.
